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Preface

This manual describes the H363 USER-Access® software for HP NonStop GUARDIAN environments.

USER-Access is used in conjunction with TCP/IP to allow the end-user to easily transfer files across the net-
work.

This manual is intended for all users of USER-Access, and contains all of the information necessary to expand
the user's ability to the fullest extent of the software.

The manual is divided into seven parts plus one appendix:
"Introduction," which gives a basic description of USER-Access and a sample of a USER-Access session.

"HP NonStop GUARDIAN Local User’s Guide," which describes the features of USER-Access on HP NonStop
GUARDIAN systems as seen by the local user. This section includes a description of the commands in the local
interface.

"HP NonStop GUARDIAN Remote User’s Guide," which describes features of H363 as seen by a remote user.
This includes executing commands on a GUARDIAN host remotely and transferring files to and from a remote
GUARDIAN host.

"File Handling Under GUARDIAN USER-Access," which describes the way GUARDIAN manipulates files.
This includes examples of transferring files, transfer modes supported by GUARDIAN USER-Access, wildcard
characters, and file specifications.

"Advanced Local User’s Guide," which describes the advanced features of USER-Access on HP NonStop
GUARDIAN systems as seen by the local user.

"Command Descriptions,"” which provides detailed descriptions of all commands available in H363 USER-
Access.
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Notice to the Reader

This product is intended for use only as described in this document. Network Executive Software cannot be
responsible for use of features or options in any undocumented manner. This manual is subject to change
without notice.

This document and the programs described in it are furnished under a license from Network Executive Software
and may be used, copied, and disclosed only in accordance with such license.

This document contains references to the trademarks of the following corporations.

Corporation Referenced Trademarks and Products
Network Executive Software, Inc eFT, USER-Access

HP Hewlett-Packard Company, L.P. Tandem, NonStop, GUARDIAN, Integrity
IBM z0S

These references are made for informational purposes only.

MAN-REF-H363-3.4.3 Notice to the Reader Page v



Document Conventions

The following notational conventions are used in this document.

Format

Description

displayed information

Information displayed on a CRT (or printed) is shown in this font.

user entry

This font isused to indicate the information to be entered by the user.

The exact form of a keyword that is not case-sensitive or is issued in upper-

UPPERCASE
case.
The exact form of a keyword that is not case-sensitive or is issued in upper-
MIXedcase . I . ;
case, with the minimum spelling shown in uppercase.
bold The exact form of a keyword that is case-sensitive and all or part of it must
be issued in lowercase.
lowercase A user-supplied name or string.
value Underlined parameters or options are defaults.
The label of a key appearing on a keyboard. If "label" is in uppercase, it
<label> matches the label on the key (for example: <ENTER>). If "label" is in low-
ercase, it describes the label on the key (for example: <up-arrow>).
<keyl><key2> Two keys to be pressed simultaneously.
No delimiter Required keyword/parameter.
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Introduction

USER-Access Overview

The Network Executive Software, Inc. ® USER-Access™ software is a user interface to TCP/IP. It provides
the ordinary user with a means to move and manipulate files across an IP network using simple, easily remem-
bered commands. In addition, USER-Access provides extensive interactive help files so the user can become
familiar with USER-Access.

USER-Access provides several advantages to network users. Among these are:

o User-friendly - Once USER-Access is installed, you can transfer files and exercise other USER-Access
functions in very little time and with little training.

e Tailorable - The USER-Access interface can be tailored to meet your needs at the host and user levels.
Default values can be set, aliases defined, etc., in site- and user-input files that are read by USER-Access
when it is invoked.

e Common Interface - The USER-Access user interface is the same on all hosts. While the definition of a
command may change from one host to another, the command remains the same to you.

e Security - USER-Access uses the host computers’ logon routines to provide security. You must be a valid
user on both the local and the remote systems to access them. Some systems may allow a guest account,
but this can be restricted by the security needs of the network.

How USER-Access Works

USER-Access, whether full function, initiator, or responder, follows the same pattern of function. This pattern
is illustrated in Figure 1 on page 2. As the figure shows, the user (initiator) sends a request to the remote (or
responding) Service Initiator, including account and password information (1). The responding Service Initiator
logs the user in and starts up a service module (2), which then offers a service and notifies the Service Initiator
(3). The Service Initiator module then returns a message to the Initiator and disconnects to wait for another
incoming request (4). The Initiator then reconnects directly to the Service Module (5). The connection between
the initiator and the Service Module is maintained until terminated by a command or a system timeout.
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FULL FUNCTTION

INITIATOR RESPONDER
(1) Request for > Service
Service Initiator
(2), (4)
(5) »  Service
(3) Module

Figure 1. Diagram of a USER-Access Connection Sequence

Introduction to USER-Access and HP NonStop

This manual describes the USER-Access software for HP NonStop hosts using GUARDIAN and TCP/IP.

USER-Access is a software product designed to simplify network communications. By reducing the interface
to a set of simple commands (CONNECT, SEND, RECEIVE, DISCONNECT, etc.) network capabilities have
been expanded to include the nontechnical user.

The user interface allows USER-Access to request services from other eFT or USER-Access hosts, to perform
file transfers, and to submit remote commands. eFT and USER-Access will also accept requests from other
eFT or USER-Access servers.

Introduction to USER-Access and TCP/IP

USER-Access facility is a software package that extends file transfer capabilities to the less technical end-user.
USER-Access has easy-to-use commands that direct TCP/IP to make connections, transfer files, and carry out
related activities.

USER-Access is used as a standard TCP/IP application to enable communications between two or more appli-
cation programs (which may be running on different hosts) to communicate with each other at multimegabit
speeds.
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The USER-Access and eFT family of software consists of different versions for use with different operating
systems, such as Solaris, Linux, Windows, or IBM zOS. USER-Access and eFT simplifies the user.

Sample HP NonStop GUARDIAN USER-Access Session

This section gives a very brief example of a few of the functions that can be accomplished during a USER-
Access session. This sample session is meant to be only a simple introduction to USER-Access and how it may
appear to the local HP NonStop GUARDIAN user. The sections following this provide a more detailed look at
the product and its features. Users that have never seen USER-Access may spend a couple of minutes following
through this sample session. Users that are familiar with the product may skip directly to the next section.

To invoke USER-Access, the user command is entered from the HP NonStop GUARDIAN command line as:

> user
User>

The returning prompt in this sample session is User>, although USER-Access may be configured to return
another prompt. The prompt informs the user that USER-Access is waiting to accept a command.

A connection to any host in the network that is running USER-Access can be made using the LOGIN command.
The LOGIN command below establishes a connection with an IBM zOS host named zos5. LOGIN prompts the
user for various login information such as remote username and password which it uses to establish a login to
the remote host. The LOGIN output returned is based on the host and username to which the connection is
made. The connection is completed when a USER-Access prompt appears. Notice that in this session, USER-
Access has been configured to prompt with the name of the remote host zosb5.

Hostname? zosb

Username? guestl

Password?

Qualifiers?

User: Connected to service 'USER' on host 'ZOS5'.

GUEST1 LOGON IN PROGRESS AT 12:47:27 ON JUNE 16, 2017
NO BROADCAST MESSAGES
READY

User: Logged in as user 'guestl'.
Z0S5>

If a connection fails, an error message is displayed. The error generally begins:

User: Failed to connect service 'USER' on host 'Z0S5' (UA-416S3).

This is followed by a remote system error message. If the username, password combination was invalid, an
error such as the one below would be seen:

User: Failed to connect service 'USER' on host 'MVSXA' (UA-416S).
User: Remote: Login failure.

Of course, since all logins are made through the security system of the remote host, the error message actually
seen by the user will depend on the host to which the connection is being made.

Following a successful login as above, a SHOW HOST command can be used to display all remote host con-
nections held by this USER-Access session. Each session can support up to ten host connections. The command
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below reveals just one remote host connection. The connection displayed is the one just established by LOGIN
at the beginning of this session.

Z0S5> show host

User:

User: active = (1) Host=Z0S5 User=guestl
User:

Z0S5>

Once a connection is established, a SHOW REMOTE command can be issued to return useful information
about the connection and the remote USER-Access host. From the list below, for example, it can be seen that
the remote host character code is EBCDIC, the default directory (or TSO Prefix), is TESTL, and the USER-
Access version number is 5.4.6.

10.1.5.11> show remote

User:
User: * BLOCKsize ......... 16384
User: * COPYRight ......... COPYRIGHT (c) 1999-2019 - Network Executive Software

User: , Inc. Mpls. MN
User: DIRectory ......... TEST1

User: * GATEWAY +evveeeenn.

User: HOMEdir ........... TEST1

User: * HOST .............. 10.1.5.11

User: * HOSTCODE .......... EBCDIC

User: * HOSTENV ........... TSO FOREGROUND
User: * HOSTOS ........c... z/0S 2.2

User: * HOSTTYPE .......... MVS

User: * LICEXP +eveeeeeennn 20190531

User: * LicKey ............ DQGI-YAC2-AAA4-EDCO-NAZ6-T7ZEZ
User: * LicNotOper ........ 20190829

User: * PID ... nnnn. 0XFA37006D83B8
User: PREFix ............ MVS:

User: * PRODuct ........... EFT213

User: QUIet .....iiiii off

User: * ROOTdir ........... EFT.EFT4.TCP.TEXT
User: * SERvice ........... 6904

User: * STATUS .. veeeeenenn.

User: * TRANSlate ......... Network
User: TSOPREfix ......... TEST1
User: * USERname .......... TEST1
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User: * VERsion ........... 5.4.6
User:
User: * Informational qualifier (cannot be modified).

User:

Similar information can also be displayed about the local HP NonStop GUARDIAN host by issuing the SHOW
LOCAL command. Note here that the local character code is ASCII7, the current local directory is
$SYSTEM.UA34, and the local version of USER-Access is 3.4.3.

10.1.5.11> show local

User:

User: COMINT ........o... $SSYSTEM.SYSTEM.TACL

User: * COPYright ......... COPYRIGHT (c) 2019 Network Executive Software, Inc.
User: CPU .. iiiiii i

User: DIRECLOTrY weveueenen. SSYSTEM.UA34

User: * GATEWAY +evveeenenn.

User: * HOSTCODE .......... ASCII7
User: * HOSTTYPE .......... TANDEM
User: * NETwork ........... TCPIP
User: * PID ...iiiiiennnnn. SX1MN
User: PREFix ............ Tandem:
User: * PRODuct ........... UA363
User: QUIet ... off

User: * STATUS .« .veveeenenn.

User: * TERMinal .......... \NETEXEC.$ZTNO.#PTNDDTP
User: * USERname .......... SUP.TEST

User: * VERsion ........... 3.4.3

User:

User: * Informational qualifier (cannot be modified).

User:

Once a connection is established to a remote host, users can issue commands to that host using the REMOTE
command. The example below issues REMOTE LISTCAT (an IBM zOS TSO command) which says to return
a directory listing of files that reside on the remote host in the current default directory. Notice that a host
specific prefix appears in the left hand column indicating the results are being returned from the zOS host.

10.1.5.11> remote listcat
MVS: IN CATALOG:USERCAT1
MVS: TEST1.ABC

MVS: TEST1.ABCDE

[ .. ]
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MVS: TEST1.XMIT1
MVS: TEST1.XSTART.LOG
MVS: TEST1.XYZ

A major feature of USER-Access is its implementation of a Host-Independent Command set. Host-Independent
Commands allow a user to issue similar commands on all hosts around the network, without having to learn
each host's native command set. The command in the example above can be issued again, but this time using
the Host-Independent Command DIRECTORY. USER-Access simply maps DIRECTORY to the IBM zOS
LISTCAT command. Now network users need only learn one network-wide command set. This command set
can be the USER-Access default one or one that the site defines. Below is a second pass at a remote directory
listing, but this time using the Host-Independent Command REMOTE DIRECTORY.

10.1.5.11> remote dir
MVS: IN CATALOG:USERCATI1
MVS: TEST1.ABC

MVS: TEST1.ABCDE

[ .. ]

MVS: TEST1.XMIT1

MVS: TEST1.XSTART.LOG
MVS: TESTI1.XYZ

Local HP NonStop GUARDIAN commands or local Host-Independent Commands can also be executed from
within USER-Access using the LOCAL command. Here, a local directory listing is given (using the Host-
Independent Command DIRECTORY), showing all files in the local user's current directory. The prefix in the
left hand column now reflects the local host's type HP Nonstop GUARDIAN.

10.1.5.11> local dir
Tandem:

Tandem: $SYSTEM.UA34

Tandem:

Tandem: CODE EOF LAST MODIFIED OWNER RWEP PExt SExt
Tandem: ALIASHLP 101 8726 010CT2015 13:21 60,14 NOOO 4 28
Tandem: CLIENT 0 700 1252640 010CT2015 13:22 60,14 NONO 32 2
[ .. ]

Tandem: SAMPLE 101 2764 06MAR2018 11:07 255,255 AAAA 4 28
Tandem: USERHELP 101 54094 010CT2015 13:21 60,14 NOOO 4 28
Tandem: VERIFY 101 4974 010CT2015 13:21 60,14 ©NOOO 4 28

To transfer a file from the local host to the remote host, the SEND command is used. The example below sends
the file EXAMPLE from the current local directory $SYSTEM.UA34 on the GUARDIAN host, to the current
remote directory (or TSO/E Prefix) GUESTI on the IBM zOS host. Since all USER-Access commands can be
pre-defined with reasonable site defaults, the typical user would just type SEND followed by the source file
name. The status line indicates the file has successfully been transferred. Notice that USER-Access uses the
source file name to create a default destination file name when one isn't specified.
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10.1.5.11> send sample

User: Source Destination Size
User: ———— === s o —————— e —— e
User: \NETEXEC.SSYSTEM.UA34.SAMPLE TEST1.SAMPLE 622

A quick REMOTE DIRECTORY will act as a second verification that the file has indeed been transferred. Note
the new file EXAMPLE below:

10.1.5.11> remote dir
MVS: IN CATALOG:USERCATI1
MVS: TEST1.ABC

MVS: TEST1.ABCDE

[ .. ]

MVS: TEST1.SAMPLE

MVS: TEST1.XMIT1

MVS: TEST1.XSTART.LOG
MVS: TEST1.XYZ

File transfer is just as easy the other direction. To move a file from the remote host to the local host, use the
RECEIVE command. The example below transfers the file SAMPLE from the IBM zOS system to the local
GUARDIAN host.

10.1.5.11> receive sample sampback

User: Source Destination Size
User: ——————————— - — s o ——————— —— e
User: TESTI1.SAMPLE sampback 622

This transfer can too be verified by viewing a LOCAL DIRECTORY listing.

10.1.5.11> local dir
Tandem:

Tandem: $SYSTEM.UA34

Tandem:

Tandem: CODE EOF LAST MODIFIED OWNER RWEP PExt SExt
Tandem: ALIASHLP 101 8726 010CT2015 13:21 60,14 NOOO 4 28
Tandem: CLIENT 0 700 1252640 010CT2015 13:22 60,14 NONO 32 28
[ . ]

Tandem: SAMPBACK 101 716 06MAR2018 11:08 60,14 NNNN 2 2
Tandem: SAMPLE 101 2764 06MAR2018 11:07 255,255 AAAA 4 28
Tandem: USERHELP 101 54094 010CT2015 13:21 60,14 NOOO 4 28
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Tandem: VERIFY 101 4974 010CT2015 13:21 60,14 NOOO 4 28

To force a disconnection from all remote hosts (in this case the IBM zOS host), the EXIT command is used.
EXIT insures a smooth shut down of network activities as well as local and remote files.

10.1.5.11> exit
$SSYSTEM UA34 6>

To keep this sample session short, no more commands or features of USER-Access will be shown. However,
since only a small fraction of USER-Access has been described here, the user is encouraged to read the remain-
ing sections for a full description of the benefits that can be realized using the product.
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HP NonStop GUARDIAN Local User’s

Guide

Introduction

This section is intended for GUARDIAN users that would like an introduction to USER-Access and some of
its features. This section explains how to invoke USER-Access from a GUARDIAN terminal, what a USER-
Access session looks like, logging in and transferring files to a remote host on the network, and executing
commands on a remote host. Users are encouraged to refer to the "Advanced Local User’s Guide" on page 47
for a more in-depth look into USER-Access. Users should also refer to the appropriate User's Guide.for the
remote host in which a connection will be made for additional information about that host's environment.

Invoking USER-Access on GUARDIAN

USER-Access is invoked using the following general format:

USER [/run-qualifiers/] [input-file [argumentl, argument2, ...]] [-keyword value]
Where:
USER is the command to invoke USER-Access. It is possible that this command may

/run-qualifiers/

input-file

argumentl, argument2...

-keyword value

MAN-REF-H363-3.4.3

conflict with another GUARDIAN command or symbol already set up at a
particular site. If that is the case, setup an alias for whatever you want to use.
If USER-Access is not invoked by this command, contact the site administra-
tor.

are optional GUARDIAN RUN qualifiers specifying such things as process
NAME, INPUT file name or INV (from a variable), SWAP device, etc. See
“Running USER-Access as a Batch Job Under GUARDIAN” on page 100 for
an example of run-qualifiers. Refer to GUARDIAN documentation for more
information.

is an optional USER-Access input or script file containing USER-Access com-
mands that may be read and executed. When USER-Access completes execu-
tion of the input file the session terminates and the GUARDIAN system
prompt is displayed.

are optional arguments that may be passed as parameters to the input file. Mul-
tiword arguments should be enclosed in double quotation marks.

specifies optional command line keywords that may be given to affect opera-
tion of the USER-Access session. The following are valid keywords:
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-GLObal specifies the size in bytes of the global variable environment. The default value
is 3000 bytes which should be adequate unless a user session attempts to define
a larger number of global variables, in which case the GLOBAL switch can be
used to increase the space available for global variables.

-HOMEdir Specifieds the name of the user’s “login” or “home” directory when USER-
Access is invoked. Changing this keyword’s value redefines the location
USER-Access uses to locate user startup files.

-OUTput specifies the name of an output file that is to receive the output from this ses-
sion.
-ROOTdir specifies the name of the installed USER-Access root directory containing the

site specific initiator, help, and startup files. There is generally no reason to
modify this keyword.

-SEArch specifies the search pat USER-Access follows to locate local initiator startup
files. SEARCH is described in more detail in the “Local HP NonStop
GUARDIAN USER-Access Startup Files”, below.

-SERvice specifies an alternative default CONNECT SERVICE name. The default is
“USER”.
USER-Access is invoked for interactive use by typing user at the GUARDIAN system prompt:
>user
User>

The USER-Access prompt in the example above is User> although USER-Access may be configured to prompt
with a different string. The prompt means that USER-Access is ready to accept commands.

Local HP NonStop GUARDIAN USER-Access Startup Files

When USER-Access is invoked, it attempts to read two startup files on the local host: a site startup file which
located in the USER-Access root directory (SITE) call SCLIENT, and a user startup file located in the user’s
login directory called CLIENTUA. The site startup file is read first then the user startup file is read. Neither of
the startup files is required.

The startup files consist of USER-Access commands. Typically a site administrator will create the site startup
file to define basic aliases for general users. The user startup file provides more sophisticated users with a way
to define custom aliases and qualifier defaults. User startup files make it possible to override defaults in the site
startup file. For example, a simple startup file could contain the lines:

* My startup file (this is a comment line)
*

set alias 1d local directory
set alias rd remote directory
set local prefix MYHOST:

This startup file creates two USER-Access aliases for displaying the local and remote directory listings, 1d
and rd respectively. It also sets the default USER-Access local prefix to be MYHOST : . After USER-Access
is invoked, these new definitions will be read in, whether they are in the site startup file or the user startup
file, and become available to the user as soon as the USER-Access input prompt appears.

It is possible to invoke USER-Access by declaring alternative startup files. This is done using the SEARCH
qualifier on the command line when USER-Access is invoked. By default, SEARCH is defined as ‘(SITE)
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(USER)’. By implication, this reads SCLIENT from the local USER-Access (SITE) and then CLIENTUA from
the user’s login directory, in that order. The order can be changed, other file names may be specified, or the
special SEARCH keyword (NONE) can be used to override the default. Refer to “GUARDIAN USER-Access
SEARCH Keywords (SITE), (USER), and (NONE)” on page 95for more information.

Remote USER-Access Startup Files

In addition to the local startup files, there are equivalent remote startup files that the USER-Access Responder
on the remote host returns to the local Initiator following a successful connection. By default, both a site and
user startup files are processed, but this can be overridden by the CONNECT command’s SEARCH qualifier.
Following a network connection, these startup files, if they exist, are sent back to the Initiator to be processed.
They are not executed on the remote host. (For security reasons, the following commands may not be executed
from a remote server startup file: CONNECT, DISCONNECT, LOCAL, RECEIVE, REMOTE, and SEND.)
Any aliases defined in these files become available to the local user. This is important in that a USER-Access
alias defined in the remote startup file will override an alias that has been previously defined in the session.
Whether or not this is desirable depends upon the situation; care must be taken when defining aliases in a remote
startup file.

The exact name and location of the remote startup files depends on the remote host in which a connection is
being made. Refer to the manual for the remote host for more information.

Getting Started

Once the prompt appears, it is time to begin giving commands to USER-Access. This section will present some
basic concepts that are an important foundation for understanding the details of USER-Access.

USER-Access Commands and Command Qualifiers

A USER-Access command can be invoked anytime the command line prompt appears. Commands may be fully
spelled out or abbreviated. The minimum spelling of any command is the first ‘n’ capital letters of the command
name. Abbreviations for each command are shown in “Command Descriptions” on page 121.

Several of the USER-Access commands have qualifiers or keywords associated with them. A command’s qual-
ifiers can affect how a command responds to a user, the performance of a command, and the flexibility of a
command. Most of the qualifiers have default values already associated with them. The novice user does not
need to be concerned with overriding or redefining these values. The sophisticated user can use the qualifiers
to modify commands, often making the commands more powerful. There are two methods for changing the
values of qualifiers:

1. A qualifier can be redefined to assume a new default value by means of the SET command.

2. The current value of a qualifier can be overridden by specifying a new value on the command line. This is
accomplished by using the special character dash ‘-’ followed by the qualifier name and its new value.

Command qualifiers are similar to USER-Access commands in that they may be abbreviated. The minimum
spelling of any qualifier is the first ‘n’ capital letters of the qualifier name. Abbreviations for each command
qualifier are shown in “Command Descriptions” on page 121. For instance, the minimum spelling of the qual-
ifier CREate is CRE.
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Displaying the Valid Qualifiers for a Command

A list of valid qualifiers for a particular USER-Access command can be obtained with the SHOW QUALIFIER
command. The list also includes a brief description of each qualifier. For example, to display the list of valid
qualifiers for the INPUT command, type:

User> show qualifier input

User:

User: CONTinue .... continue on error (on/off)

User: ECHO ........ echo input to terminal (on/off)

User: PROMPT2 ..... secondary prompt for input continuation
User: PROMpt ...... prompt string for USER input

User: SEArch ...... search path for default INPUT commands
User: VERify ...... verify string/alias substitution (on/off)
User:

Displaying the Current Value of a Qualifier

The SHOW command is used to obtain a listing of the current values for a command’s qualifiers. For example,
a listing of the SEND qualifier values is displayed by entering:

User> show send

User:

User: CHEcksum .......... off

User: COMPressS .uvuevuewenwna. off

User: CRC it iiiiiiee off

User: CREate ......cc0... new

User: * DIRectory:LOCal ... locdir value
User: * DIRectory:REMote .. remdir value
User: EXPand ............ off

User: FILEList ..........

User: FLOW ... off

User: MAXRECord ......... value
User: METHod ............ lzw

User: MODe ... character
User: PARTialrecord ..... on

User: QUIet ... off

User: SEG END ........... 0

User: SEG SIZE .......... 0

User: SEG_START ......... 0

User: SPACE vttt iiiiiea 0

User: TAB ittt it e e 0

User: TANCode ....ovueen...

User: WILDCode ..........

User:

User: * Informational qualifier (cannot be modified).

The qualifier name appears in the left hand column and its value appears in the right hand column. In this
example, the value of qualifier CREATE is currently set to ‘new’. Qualifier QUIET is turned ‘off”. Notice that
some qualifiers are flagged as “informational qualifiers”. These are shown along with the SEND qualifiers but
are not controllable in the same way. They appear because they provide information important to the command
and the one using it. Qualifiers flagged as informational cannot be modified. (DIRectory:LOCal and DIRec-
tory:REMote, shown above, may be modified using SET LOCAL DIRECTORY and SET REMOTE
DIRECTORY respectively. The SEND and RECEIVE commands list them as informational qualifiers since
they are used to direct file lookup for file transfers.)
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An individual qualifier’s value can be examined by using the SHOW command followed by the command name
and qualifier name. For instance, the current value of the INPUT PROMPT qualifier can be shown by entering:

User> show input prompt

User: CONTinue .......... off

User: ECHO .......cc..... off

User: IGNOre ..veveeenenn. off

User: PROMPT2 . .....u.... More>>

User: PROMpt ............ {dfn (host:remote, host:remote, "User")}{"> "}
User: SEArch ............ (USER) * (SITE)*

User: VERify ............ off

User>

Setting a Command Qualifier

Use the SET command to redefine the value of a qualifier for a command for the duration of the USER-Access
session or until it is changed again using the SET command. For example, to change the default RECEIVE file
transfer mode to STREAM, modify the MODE qualifier of the RECEIVE command:

User> set receive mode stream

The RECEIVE file transfer mode now will default to STREAM until the qualifier MODE is redefined. The
change can be verified with the command:

User> show receive mode
User: MODe ......cveueeen.. stream

Some command qualifiers, such as INPUT qualifiers CONTINUE, ECHO, and VERIFY, are Boolean qualifi-
ers: their values are either ON or OFF. To set a Boolean command qualifier to ON, enter:

User> set command qualifier on

or

User> set command qualifier

For the INPUT qualifier ECHO, this would be:
User> set input echo on
or
User> set input echo
For Boolean qualifiers, a missing value is interpreted by USER-Access as ON.

Besides string and Boolean qualifiers, there are also Integer qualifiers. These qualifiers, such as BLOCKSIZE,
LINES, and TIMEOUT, accept only integer values and often have numeric range checks associated with them.
Integer qualifier values may be appended with a ‘K’ (2%%) or ‘M’ (22°) multiplier. For example, to set the
CONNECT BLOCKSIZE qualifier to 16 kilobytes, the following may be entered:

User> set connect blocksize 16k
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Overriding a Command Qualifier

The qualifiers that can be defined with the SET command (all non-informational qualifiers), can also be over-
ridden on the command line. For example, if the current RECEIVE file transfer mode is STREAM, it can be
overridden for a single transfer by entering:

User> receive -mode character sourcefile

This command does not change the default value of the MODE qualifier; it simply overrides the default value
for the duration of the command. Therefore, the file ‘sourcefile’ above would be transferred in CHARACTER
mode while the default value of RECEIVE qualifier MODE would remain STREAM. This can be verified with
the command:

User> show receive mode
User: MODe ......cciueeen.. stream

When forcing a Boolean qualifier to ON from the command line, the value ON is optional. For example, the
commands shown below are equivalent.

User> send -quiet on sourcefile
User> send -quiet sourcefile

USER-Access interprets the missing Boolean value to be ON, even if the default value is OFF.

Online Help

Built into USER-Access is an online help facility that makes it easy for a user to obtain help on a particular
command or topic. The help facility also returns useful information on command qualifiers, qualifier defaults,
and command examples. To obtain a general USER-Access help display, use the HELP command as follows:

User> help

The general, or top-level help display will include additional topics in which help can be obtained. For instance,
one of the help sub-topics will be the USER-Access command LOCAL. To get additional help on the LOCAL
command, one would type:

User> help local
To get help on qualifiers for the LOCAL command, one would type:

User> help local qualifiers

It is important to note that some help information resides on remote hosts. Therefore, a remote connection is
required in some cases (such as ‘HELP SEND QUALIFIERS”).

Refer to the HELP command in “HELP Command” on page 132for more details.

Controlling USER-Access Input and Output

The USER-Access commands INPUT and OUTPUT, along with their respective qualifiers, control a majority
of the user-oriented input and output within USER-Access. By setting various qualifiers, users can change the
USER-Access prompt, tell USER-Access to continue processing even if an error occurs, cause output to be held
after each page, save the output to a local file, etc. This section very briefly discusses some of the things that
can be done to control USER-Access I/0.

By typing SHOW INPUT, the user can get a list of all INPUT qualifiers along with their current values:

User> show input
User:
User: CONTinue ......... off
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User: ECHO ............. off

User: PROMPT2 .......... More>>
User: PROMpt ........... User>
User: SEArch ...........

User: VERify ........... off
User:

Each of these qualifiers is explained in detail in “Command Descriptions” on page 121 under the INPUT com-
mand, along with examples of its use. Very simply, the SET command is used to modify any of the qualifiers.
For instance, to change the USER-Access prompt from User to MY-PROMPT : type the following:

User> set input prompt "MY-PROMPT: "
MY-PROMPT :

Notice that the prompt for the next command has now changed to “MY-PROMPT:”. To tell USER-Access to
continue processing within an input script or alias (discussed later) even after an error results, turn on the
CONTINUE qualifier by entering:

User> set input continue on

Users can affect the output as it is returned from USER-Access by modifying OUTPUT qualifiers. To look at
the available qualifiers for the OUTPUT command, type SHOW OUTPUT command:

User> show output

User:

User: COLUMNS v v v v e e nennn 80

User: CREate ............ replace

User: * DESTination .......

User: FORMaAt ...ovievenwnnn. {msg ("text") } ({msg("facility") } {msg("code") }).
User: HOLD ......c.cueiee... off

User: LINES v iviiiinnnnnn 24

User: PREFix ............ User:

User: QUIet . iveeeennn off

User: TRUNcate .......... off

User:

User: * Informational qualifier (cannot be modified).
User:

Each of these qualifiers is explained in detail in “Command Descriptions” on page 121 under the OUTPUT
command, along with examples of their use. As with the INPUT qualifiers, the SET command can be used to
modify any of the OUTPUT qualifiers. For example, to tell USER-Access to pause every 24 lines (the current
value of the LINES qualifier), turn on the HOLD qualifier with the following command:

User> set output hold on

This will prevent general USER-Access output from scrolling off the screen. To modify the number of lines per
screen to twenty, change the LINES qualifier:

User> set output lines 20

The OUTPUT command itself can be used to capture the results of a USER-Access session to a file. This is
done by typing OUTPUT followed by a file name. In addition, the user’s input can be captured by turning on
the INPUT ECHO qualifier:

User> set input echo on
User> output tmpfile

Following this command sequence, all input and output for this session is directed to the file named tmpfile. If
the ECHO qualifier was not turned on, only the command results (output) would be captured. More information
concerning INPUT and OUTPUT can be found in the “Advanced Local User’s Guide” on page 47 of this
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manual. This facility is particularly useful as a means of providing information to Network Executive Soft-
ware’s technical support personnel regarding questions and problems.

USER-Access Error Messages

USER-Access provides a friendly user interface across many different host types. This includes error messages
that are easy to understand. Error messages returned by USER-Access consist of at least a USER-Access level
error message followed by an optional host specific error message. All error messages also have an associated
error code that can be used to locate additional information in the error message appendices.

An example of a simple “Invalid command” error follows:

User> XXXXXX
User: Invalid command ‘xxxxxx’ (UA-4708).

The error text is straightforward. The error code (UA-4708) indicates the error is a general USER-Access error
with error number 4708.

The next example demonstrates an error resulting from a SEND command that contains a general USER-Access
error followed by a host specific USER-Access error and finally an operating system specific error:

User> send badfile

User: Failure during CHARACTER mode send (UA-5001).
User: Failed to access file 'badfile' (UA123-8302).
User: OS - file not found (0S-18012).

The first error code (UA-5001) indicates that this is a general USER-Access error (UA) with an error number
of 5001. The second error code (UA123-8302) says the error is from USER-Access (UA), but generated by the
USER-Access product number 123 (or more exactly H123). The actual error number is 8302. The last error
code (OS-18012) indicates the error is generated by the operating system (OS or whatever the operating system
name might be), with the operating system error number of 18012. The USER-Access error messages are listed
in “Appendix A. USER-Access Error Messages for GUARDIAN” on page 175 and in similar appendices in
other USER-Access manuals. The general USER-Access errors can be found in any manual. The product spe-
cific errors are in the manual for the product indicated by the product number (e.g., UA123 is product H123).
Refer to the appropriate manuals for the host operating system for any operating system messages.

It is important to note that a site has the ability to change the error message format and it may not exactly match
the examples above. There are, however, three main pieces of information for each message: the message text,
the facility generating the message, and the error number. This information should be easy to decipher. If not,
see the site administrator.

Aliasing

Much of the versatility USER-Access offers for users is based on a very powerful script-processing or alias
capability. Users of the product benefit from aliasing by having special commands, or aliases, defined for them.
While a detailed description of the facility is provided in “Advanced Local User’s Guide” on page 47, this brief
discussion is provided to give a general familiarity of aliasing without getting lost in detail.

Aliasing provides a means of creating a custom command set for a user or group of users. An alias is nothing
more than a new name for a USER-Access command or set of commands. Aliases are useful for creating “short-
hand” commands for complex or frequently used USER-Access command sequences. The simplest aliases are
a one for one translation of an alias name and a USER-Access command. For example, if the user is accustomed
to typing a question mark to obtain help in a given application, an alias can be defined very easily using the
SET ALIAS command to map ‘?’ to HELP. The new alias may then be viewed with the SHOW ALIAS com-
mand.
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User> set alias ? help
User> show alias ?
User: 7?7 ..iieeeenns HELP

Now, instead of typing HELP to obtain help information, the user can just type ‘?” at the USER-Access prompt.
The commands are considered equivalent by USER-Access. Below is the definition of a much more compli-
cated alias called EDIT which allows a user to use a familiar local editor to edit a remote file.

User> set alias EDit {} -

More>> receive -mode character {1} edit.tmp !

More>> local -interactive myeditor edit.tmp !

More>> send -mode character -create replace edit.tmp {1} !
More>> local delete edit.tmp

The basic procedure of the EDIT alias is to transfer the remote file to the local host (RECEIVE), edit the tem-
porary file using the local editor (LOCAL -INTERACTIVE MYEDITOR), send the file back to the remote host
when the edit is complete (SEND), and finally delete the temporary file (LOCAL DELETE). The exact syntax
and special characters used to define the alias are explained in detail in “Developing USER-Access Scripts
Using Input Files and Aliases” on page 74.

To use the alias, the user simply invokes it from the command line like any other USER-Access command. For
example, to edit an existing file on the remote host called MYFILE, you type:

User> edit myfile

USER-Access takes care of the rest. Even though several USER-Access commands are required to actually edit
a remote file, the user sees it as a simple EDIT command. This is the real advantage of aliasing.

To display the definition of the EDIT alias, the SHOW ALIAS command is used:

User> show alias edit

User: Edit ........ receive -mode character {1} edit.tmp

User: local -interactive myeditor edit.tmp

User: send -mode character -create replace edit.tmp {1}
User: local delete edit.tmp

Aliases created within an interactive session are lost when the session is terminated. To create aliases that can
be used from session to session, they must be defined within a USER-Access input or script file, or within a
site or user startup file which are read automatically when USER-Access is invoked. Refer to “Developing
USER-Access Scripts Using Input Files and Aliases” on page 74 for a detailed description of aliasing.

Terminating a USER-Access Session

To end an interactive USER-Access session type EXIT:

User> exit

EXIT will disconnect all connections to remote hosts and terminate the current USER-Access session. Any
local or remote files that had been opened will be closed. The QUIT command also may be used to terminate
an interactive session. Refer to “Command Descriptions” on page 121for more details on EXIT and QUIT.
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Establishing a Connection to a Remote Host

In order to transfer files or execute commands on another host, a network connection must be established. This
connection provides a link between the USER-Access Initiator on the local host and the USER-Access Re-
sponder on the remote host. There are three ways to make a connection to a remote host; the CONNECT com-
mand or the LOGIN and LOGINS aliases.

Using CONNECT to Establish a Connection

The CONNECT command allows a user to login to a remote host. The basic format of the command is:

Command Parameters
CONnect [qualifiers] host userid password [arguments]
Where:
gualifiers This represents optional CONNECT qualifiers that may be added to the command line to over-

ride the default- values. The CONNECT qualifiers control such things as NETEX blocksize
negotiation, the service name in which to connect, and whether or not to display login infor-
mation.is the name of a remote host as defined in the local network.

host is the name of a remote host as defined in the local network.

userid is the user name or ID describing a valid user account on that host.

password is the associated password needed to login to userid.

arguments indicates additional arguments that may be required by the remote host at login time.

Below is an example CONNECT where the host name is ‘bluesky’, the userid is ‘guest’, and the password is
‘netex’:

User> connect bluesky guest netex
User: Connected to Service Initiator on host 'BLUESKY'.

Welcome to Operating System - Version 5.0

Today is November 11, 2017 - The system will be down
For testing tonight between 19:00 and 22:00.
Your System administrator

User: Logged in as user 'guest'.
User: Connected to service 'USER015' on host 'BLUESKY'.

Following a successful CONNECT, USER-Access returns several informative messages, the exact syntax of
which depends upon the host to which a connection is being made. The first message above indicates that an
initial network connection was established to the USER-Access Responder (Service Initiator or service ‘User’).
Following that message are several lines of information surrounded by equal signs (= = =). The information
between the equal signs is returned by the remote operating system at login time. This information is not nec-
essarily important to USER-Access but may be to the user logging in. Next is a USER-Access message indi-
cating that a successful login has completed. Finally a message may appear that informs the user of the name
of the network service handling the connection.
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Besides the additional parameters that can be passed directly to the remote login procedure, the CONNECT
command also has several qualifiers associated with it. The use of most of these qualifiers is a function of the
remote host. Refer to the User’s Guide for the remote host for more information. “Command Descriptions” on
page 121 describing the CONNECT command will also assist in the use of this command and its qualifiers.

Since most users would rather be prompted for input and would rather not see their passwords echoed back to
the terminal (if possible), it is suggested that the LOGINS aliase be used when establishing a remote host con-
nection. This alias is documented in the next section.

Using LOGINS/LOGIN to Establish a Connection

The suggested way for establishing a remote connection is to use the LOGINS or LOGIN alias. LOGINS and
LOGIN are similar to CONNECT but has the advantage of being interactive. Below is a repeat of the example
from the previous section but using LOGINS instead of CONNECT:

User> logins

Hostname? bluesky

Username? guest

Password?

Qualifiers?

User: Connected to Service Initiator on host 'BLUESKY'.

Welcome to Operating System - Version 5.0

Today 1s November 11, 2017 - The system will be down
For testing tonight between 19:00 and 22:00.
Your System administrator

User: Logged in as user 'guest'.
User: Connected to service 'USERO015' on host 'BLUESKY'.

Notice that LOGINS prompts the user for appropriate login information and that the password was not printed
to the terminal. (Whenever possible USER-Access supports NO-ECHO mode to improve security; not all sys-
tems provide this mode.) The password is transferred encrypted. This interface is much more friendly than using
CONNECT and can be tailored to the needs of a given site by the system administrator. Following the prompts,
the connect proceeds as expected.

Note: Since LOGINS is an alias that can be modified by the site administrator, it may operate differently than
the example. However, the overall process should remain similar.

Exchanging Host Information on Connect

To the user, the connect/logins/login process appears fairly straightforward, but to USER-Access, much must
be done in order for two hosts to communicate. The issues concerning CONNECT (LOGINS/LOGIN) qualifiers
and login are addressed in the Remote User’s Guide section of the manual for the host to which the connection
is being made. Contained in this section is a general discussion on the information passed by USER-Access that
is available to the user. This information may be useful in making decisions once a connection has been estab-
lished.
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Once a successful login has been assured, the USER-Access Responder (the remote server) sends information
about itself to the Initiator (the local client) and vice versa. The information, which describes both the remote
and local environments, is exchanged in order for the two sides to establish how compatible they are and what
functions can be supported. The SHOW command is used to display this information. For instance, to display

information describing the local environment, type SHOW LOCAL as:

10.1.5.11> show local

User:

User: COMINT . ....couve... $SSYSTEM.SYSTEM.TACL

User: * COPYright ......... COPYRIGHT (c) 2019 Network Executive Software, Inc.
User: CPU .. iiiiii i

User: DIRectory ......... SSYSTEM.UA34

User: * GATEWAY .t veeenenn.

User: * HOSTCODE .......... ASCII7

User: * HOSTTYPE .......... TANDEM

User: * NETwork ........... TCPIP

User: * PID ..vvienennnnnn. SX1MN

User: PREFixX ............ Tandem:

User: * PRODuct ........... UA363

User: QUIet v wenenen. off

User: * STATUS vvveveeeennn

User: * TERMinal .......... \NETEXEC.S$ZTNO. #PTNDDTP
User: * USERname .......... SUP.TEST

User: * VERsion ........... 3.4.3

User:

User: * Informational qualifier (cannot be modified).
User:

The qualifiers that are preceded by an asterisk (HOSTCODE, PID, etc.) reflect environmental data describing
the local host and cannot be changed by the user. The remaining qualifiers (DIRectory, PREFiXx, etc.) that appear
are directly tied to the LOCAL command and may be modified to affect that command’s execution. (Note that
the display above is only a sample of the information that might actually be seen for a particular host).
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To display the remote environment’s information, use the SHOW REMOTE command:

10.1.5.11> show remote

User:

User: * BLOCKsize ......... 16384

User: * COPYRight ......... COPYRIGHT (c) 1999-2019 - Network Executive Software
User: , Inc. Mpls. MN

User: DIRectory ......... TEST1

User: * GATEWAY .. vveunnnn

User: HOMEdir ........... TESTL

User: * HOST ........ccucue... 10.1.5.11

User: * HOSTCODE .......... EBCDIC

User: * HOSTENV ........... TSO FOREGROUND

User: * HOSTOS ........o.... z/0S 2.2

User: * HOSTTYPE .......... MVS

User: * LIiCEXP v 20190531

User: * LicKey ....oeeeo.n.. DQGI-YAC2-AAA4-EDCO-NAZ6-T7ZEZ
User: * LicNotOper ........ 20190829

User: * PID ... eunnnn O0XFA37006D83B8

User: PREFixX ......0c.... MVS:

User: * PRODuct ........... EFT213

User: QUIet v eenenen. off

User: * ROOTdir ........... EFT.EFT4.TCP.TEXT

User: * SERvice ........... 6904

User: * STATUS vvveveeeennn

User: * TRANSlate ......... Network

User: TSOPREfix ......... TEST1

User: * USERname .......... TEST1

User: * VERsion ........... 5.4.6

User:

User: * Informational qualifier (cannot be modified).
User:

Again the qualifiers marked by an asterisk describe the remote environment (HOST, PID, etc.) as well as infor-
mation important to the connection itself (BLOCKSsize, TRANSIate, etc.). The remaining qualifiers (DIRectory,
QUlet, etc.) are directly associated with the REMOTE command and affect its execution.

Establishing Multiple Host Connections

A USER-Access session may have up to ten host connections at any given time. Although ten may be unrealistic
in most applications, it may be desirable from time to time to make a second host connection at the same time
another connection is in place. For example, assume the user of the session below has already established a
connection from the local host to a remote host named BLUESKY. This first connection can be verified by
invoking the SHOW HOSTS command:

User> show hosts
User: active ----> (1) Host=BLUESKY User=guest
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SHOW HOSTS gives a list of all existing connections for the present session. The current “active” connection
is flagged. The active connection is the one, if any, that reflects the current remote host. To establish a second
connection the LOGIN alias is used as explained in a previous section. For example, to connect to a host named
REDSKY, the following command sequence is used:

User> login

Hostname? redsky

Username? newuser

Password?

Qualifiers?

User: Connected to Service ‘USER’ on host 'REDSKY'.

*x*x*x*x Welcome to Network Host REDSKY ***x*
04 - 02 - 17

User: Logged in as user 'newuser'.

The SHOW HOSTS command can be used again to display the list of connections held by this session:

User> show hosts
User: (1) Host=BLUESKY User=guest
User: active ----> (2) Host=REDSKY User=newuser

Notice that REDSKY is now flagged as the active host. This means that any file transfer or remote command
execution will be directed to it instead of host BLUESKY. The SHOW REMOTE command also will display
the remote environment for host REDSKY since it is now active. The connection to host BLUESKY remains
but is in an idle state. To make it the active connection, the SET HOST command is used as:

User> set host bluesky
or
User> set host 1
Now a look at the host display will show that BLUESKY is the active host:

User> show hosts
User: active —----> (1) Host=BLUESKY User=guest
User: (2) Host=REDSKY User=newuser

Having multiple host connections can be useful for managing system activities on a number of hosts from a
single point. For instance, a user on one host can send messages to a number of other hosts. Or a user can start
up jobs on several other hosts all from a single terminal on the network.

Disconnecting from a Host

To terminate an existing connection, the DISCONNECT command is used. Assume two connections are cur-
rently established to hosts BLUESKY and REDSKY respectively, where BLUESKY is the active connection.
The following will terminate this connection:

User> disconnect
User: Disconnected from host BLUESKY.

To verify the connection has been broken, use the SHOW HOSTS command:

User> show hosts
User: (2) Host=REDSKY User=newuser
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Following a disconnect, there is no active host. In order to make an existing idle connection active, use the SET
HOST command. The following command will make the connection to REDSKY active:

User> set host redsky

SHOW HOSTS will now indicate the change:

User> show hosts
User: active —----> (2) Host=REDSKY User=newuser

An alternative way to disconnect from an active host is to exit the USER-Access session. The EXIT command
causes all connections to be disconnected prior to terminating the session.

Transferring Files as a Local User

The file transfer capabilities of USER-Access are provided by two commands, SEND and RECEIVE. The
SEND command provides file transfer from a user’s local host to the current remote host. The RECEIVE com-
mand transfers files from the remote host back to the local host. Prior to transferring files, a network connection
must exist.

Sending Files to a Remote Host

The basic format of the SEND command is:

Command Parameters
SEND src_spec [dest spec] [qualifiers]
Where:
src_spec is the file specification of the local file to be transferred to the remote host.
dest_spec is the file specification of the remote file which is to be created or replaced by the transfer. This

parameter is optional. If it is omitted, USER-Access will use src_spec to create the destination
file specification based on the remote host.

qualifiers represents optional SEND qualifiers that may be added to the command line to override the
default values. The SEND qualifiers control such things as file creation, mode of transfer, and
record orientation, and are defined by the remote host.

Once a connection to a remote host has been established, the user may begin transferring files. This is generally
as easy as typing SEND followed by a local file name:

User> send src spec

where src_spec is the name of an existing file on the local host. USER-Access takes care of mapping the local
file name to a valid remote file specification in all but a few instances. If USER-Access cannot successfully
handle the mapping, for example if the source file name contains unusual characters that the remote host just
cannot tolerate, then the user must include the destination file name on the command line. Specifying the des-
tination name is also useful for changing the name of a file from one host to another. The example below
transfers file src_spec and renames it new_file on the remote host:

User> send src spec new file

The SEND command also supports wildcarding on both the source and destination file specifications. This
information along with all of the host specific information concerning file transfers, including examples, is
explained in the file handling section of the appropriate manual. Source file specifications, source wildcarding,
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etc., can be found in “File Handling Under GUARDIAN USER-Access” on page 39. Destination file specifi-
cations, destination wildcarding, and qualifiers that affect the SEND command, can be found in the same section
of the manual for the host to which files are being transferred.

Receiving Files from a Remote Host
The basic format of the RECEIVE command is:

Command Parameters
RECeive src_spec [dest spec] [qualifiers]
Where:
Src_spec is the file specification of the remote file to be transferred to the local host.
dest_spec is the optional specification of the local file which is to be created or replaced by the transfer.

If it is omitted, USER-Access will use src_spec to create the destination file specification on
the local host.

gualifiers represents optional RECEIVE qualifiers that may be added to the command line to override
the default values. The RECEIVE qualifiers are defined by the local host. As do the SEND
qualifiers, the RECEIVE qualifiers control such things as file creation, mode of transfer, and
record orientation.

Files can be received from a remote host as soon as a connection has been established. Receiving a file is as
easy as typing RECEIVE followed by a remote file name:

User> receive src_spec

where src_spec is the name of a file that currently resides on the re-mote host. In the same way as it handles
SEND, USER-Access maps the remote file name to a valid local file name in all but a few instances which are
generally due to character or length conflicts. If the file name mapping cannot be automated, or if the user
simply wishes to rename the file as it is received, the local file name must be included as a second parameter
on the command line, as shown:

User> receive remote file local file
The example above transfers file remote_file from the remote host and renames it local_file on the local host.

The RECEIVE command supports wildcarding on both the source and destination file specifications. This in-
formation along with all of the host specific information concerning file transfers, is explained in the file han-
dling section of the appropriate manual. Source file specifications, source wildcarding, etc., can be found in file
handling in the manual for the remote host. Destination file specifications, destination wildcarding, and quali-
fiers that affect the RECEIVE command can be found in “File Handling Under GUARDIAN USER-Access”
on page 39 of this manual.

Send and Receive Qualifiers

USER-Access was designed to make file transfer very easy for all types of users. Much of the simplicity comes
through the use of default qualifier values. Although SEND and RECEIVE have several qualifiers associated
with them, defaults can be set up to operate most of the time for most users. Therefore, the majority of users
seldom need to modify the qualifier values. On the other hand, changing the value of a SEND or RECEIVE
qualifier is simple.
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Only simple validation of many of these qualifiers is performed when the set command is issued. Detailed
validation is performed when the send or receive is issued.

To show the available SEND or RECEIVE qualifiers after establishing a remote connection, use the SHOW
QUALIFIERS command. For example, to display the list of valid qualifiers for SEND, type the following:

User> show qualifiers send

User:

User: CRC ..iiiiin.. file transfer checksum (on/off)

User: CREate .......... file create options

User: MAXRECord ....... maximum RECORD mode size

User: MODe ............ file transfer mode

User: QUIet ........... inhibit file transfer display (on/off)
User:

The output above reflects a sample of the many qualifiers that might be seen. The actual qualifiers for SEND
depend on the remote host since that is where file creation takes place. The RECEIVE qualifiers are directly
associated with the local host for the same reason. If a new connection is made to a different host, the qualifiers
may change significantly.

To view the current values for the SEND or RECEIVE qualifiers, use the SHOW command. For example,
SHOW SEND displays the list of SEND qualifiers along with their current values:

User> show send

User:

User: CHEcksum .......... off

User: COMPress ......oe... off

User: CRC ittt it iieen off

User: CREate ............ new

User: * DIRectory:LOCal ... locdir value
User: * DIRectory:REMote .. remdir value
User: EXPand ............ off

User: FILEList ..........

User: FLOW . ... .0 off

User: MAXRECord ......... value
User: METHod ............ lzw

User: MODe ......iiuien.. character
User: PARTialrecord ..... on

User: QUIet ....cvieeen.. off

User: SEG END ........... 0

User: SEG SIZE .......... 0

User: SEG_START ......... 0

User: SPACE .t iieiiee. 0

User: TAB & it ittt e e 0

User: TANCode ....ovueen...

User: WILDCode ..........

User:

User: * Informational qualifier (cannot be modified).

Notice that a DIRECTORY entry appears for both the local and remote host. This value determines where the
file will come from and where it will be sent if the respective file specifications are not given. (These qualifiers
may be modified by using SET LOCAL DIRECTORY and SET REMOTE DIRECTORY.) The remaining
qualifiers (the non-informational qualifiers) may be modified using the SET command. For example, to change
the RECEIVE command’s default file option CREATE from NEW to REPLACE, use the following:
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User> set receive create replace

Or, to override the current value for a single file transfer, modify it on the SEND or RECEIVE command line.
For example:

User> receive sourcefile -create replace

For a complete list of valid RECEIVE qualifiers, refer to the “File Handling Under GUARDIAN USER-
Access” section on page 39 of this manual. This section will also address detailed information about transferring
files to this host, wildcard support, transfer modes, and much more. Refer also to the RECEIVE command in
“Command Descriptions” on page 121 of this manual.

The qualifiers for the SEND command on the other hand, are detailed in the file handling and command de-
scription sections of the manual for the remote host to which file transfers will be made. That manual will also
address information concerning host file specifications, wildcard support, file types supported, etc.

Executing Remote Host Commands

USER-Access users can issue host commands on the remote host and view the results. Host commands can take
the form of a native host command or an alias that translates to a host-specific command. Remote commands
are issued from a USER-Access session via the REMOTE command. A network connection to a remote host
must exist prior to issuing REMOTE. The command line format is:

Command Parameters
REMOTE [qualifiers] command
Where:

REMOTE is the keyword for this command.

qualifiers represents optional USER-Access REMOTE qualifiers that may be added to the command line
to override the default values. These qualifiers and their default values are defined by the re-
mote host. Qualifiers must appear before the remote command.

command either a valid command on the remote host, an alias command defined using SET REMOTE
ALIAS, or one of the predefined host independent commands.

USER-Access performs translation on any alias prior to passing the command string to the remote host. By
default, the results of a REMOTE command get transferred back across the network and displayed at the local
user’s terminal.

For example, assume the remote host supports a command called DISPLAY TIME that returns the current time
of day. A user could execute this command from a USER-Access session by typing the following:

User> remote display time

SYSTEM-A:

SYSTEM-A: The current time is: 12:12:01 pm
SYSTEM-A:

The results are displayed in the remote host’s format with the exception of the optional host prefix that precedes
each line of output (SYSTEM-A:). This prefix can be modified to the user’s liking with the SET REMOTE
PREFIX command.
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Since users may be unfamiliar with the command syntax of a remote host, USER-Access defines a set of com-
mands (implemented as aliases) that exist on all hosts'. These commands, referred to as host-independent com-
mands, allow a user to execute commands on many different systems with a single, simple command set. To
look at the list of host independent commands defined for the current remote host, issue the SHOW REMOTE
ALIAS command:

User> show remote alias

User:

User: COPY .............. Copy a file

User: DELete ............ Delete a file

User: DIRectory ......... List files

User: REName ............ Rename a file

User: TYPe ... Type contents of a file
User: WHO ............... Who is on the system
User:

The actual output seen by the user will list all of the remote aliases (including host independent commands) in
the left column and the host command translations in the right column. Users can issue host-independent com-
mands as if they were commands native to the remote host. USER-Access handles the translation. For example,
to obtain a list of files that reside on the remote host, the host-independent command DIRectory could be used:

User> remote dir

The actual native command for the remote host could be given. Assuming the native command for listing files
on the remote host is LISTFILES, an alternative to the above would be:

User> remote listfiles

The commands would give identical results since the host independent command DIRectory would be mapped
to the native command LISTFILES for this host.

Refer to the remote user’s guide in the manual of the remote host for a list of host independent commands
defined for that system, as well as a discussion on executing commands on that host. Also see the command
description section of the same manual for the list of valid REMOTE qualifiers and an example of their use.

1 Some of these commands may not be supported on all hosts.
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Executing Local GUARDIAN Commands

Users can issue host commands on the local host and view the results. Host commands can take the form of a
valid GUARDIAN command or an alias that translates to a valid GUARDIAN command. Local commands are
issued from a USER-Access session via the LOCAL command. The format of the LOCAL command is:

Command Parameters
LOCAL [qualifiers] [command]
Where:
gualifiers represents optional USER-Access LOCAL qualifiers that may be added to the command line

to override the default values. Qualifiers must appear before the local command.

command can be a valid GUARDIAN TACL command (or COMINT), an alias command defined using
SET LOCAL ALIAS, or one of the predefined host independent commands (e.g.
DIRECTORY, TYPE, WHO, etc.). USER-Access performs translation on any alias prior to
passing the command string to GUARDIAN. The default is none, which means to drop into an
interactive TACL subprocess.

By default, the results of a local command get displayed at the user’s terminal.

The figure below is an example of the LOCAL command being used within GUARDIAN USER-Access to
obtain a list of what is happening on the system. The GUARDIAN command is “status”.

User> local status

Tandem:

Tandem: System \NETEXEC

Tandem:

Tandem: Process Pri PFR SWT Userid Program file Homet
Tandem: erm

Tandem: $X6G5 0,203 158 R 000 60,14 $SYSTEM.SYS02.TACL $X6G4

User>

The prefix Tandem: indicates that the results are being returned from the GUARDIAN host. Using LOCAL
from within a USER-Access session, it is also possible to invoke a compiler, run command procedures, etc. To
execute a local command under GUARDIAN, USER-Access activates a command interpreter then issues the
command under it. Therefore, any command issued within the subprocess that changes the user’s environment
will have no effect on the parent process or USER-Access. Issuing a LOCAL VOLUME command will not
change the volume-subvolume permanently. The only way to effectively change your volume-subvolume is by
using the SET LOCAL DIRECTORY command:

User> set local directory SNSC.TEMP

A display of the local directory will verify the change:

User> show local directory
User: DIRectory ...*.*.... SNSC.TEMP
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The new directory value will be used as the default volume-subvolume for all subsequent LOCAL commands
and file transfers, since USER-Access makes this change to the parent process, not a sub-process. Therefore,
the GUARDIAN command WHO displays the “current volume”:

User> local who

Tandem: Home terminal: $X6G4

Tandem: TACL process: \NETEXEC.S$X6G5

Tandem: Primary CPU: 0 (NSR-E)

Tandem: Default Segment File: \NETEXEC.S$DATA1.#0001071

Tandem: Pages allocated: 8 Pages Maximum: 1024

Tandem: Bytes Used: 12924 (0%) Bytes Maximum: 2097152

Tandem: Current volume: S$DATALl.TEST Current system: \NETEXEC
Tandem: Saved volume: SDATALl.TEST

Tandem: Userid: 60,14 Username: SUP.TEST Security: "NNNN"
Tandem: Logon name: SUP.TEST
User>

The LOCAL command also gives the user the ability to enter an interactive command interpreter, keeping the
USER-Access session in the background. This local interactive mode can be invoked by leaving the command
off of the LOCAL command line.

User> local
To return to USER-Access type ACTIVATE $X6BF and then PAUSE.

S$DATALl TEST1 3>

At this point the user is simply running a GUARDIAN process. Any valid GUARDIAN command can be issued
just as if USER-Access had never been invoked. Note the output from the LOCAL command; the ACTIVATE
will always be of the form:

ACTIVATE $ProcessID

Where $ProcessID isthe process running the UA Client. In the example, USER-Access is running as process
$X6BF. To return to the USER-Access session, the user must reactivate USER-Access and pause the
GUARDIAN process by typing:

12> activate SX6BF
13> pause
User>

ACTIVATE and PAUSE returns the user back to the USER-Access session, where all remote connections, alias
definitions, and the like have been retained. Local interactive mode makes it easy for a user to bring up USER-
Access, establish a remote connection, and then return to GUARDIAN for further activity. When a file or
remote job is requested, the user simply returns to USER-Access where the remote host is actively waiting.

For more information on the LOCAL command and its qualifiers, refer to “Command Descriptions” on page
121 of this manual.

Issuing Local GUARDIAN Host-Independent Commands

As on the remote host, the local USER-Access user has the option of executing native host commands, host-
independent commands, or user defined aliases. The host-independent commands allow a user to execute
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commands on many different systems with a single command set. To display the list of host-independent
commands defined for GUARDIAN USER-Access, issue the SHOW LOCAL ALIAS command:

User> show local alias

User:

User: CANcel ............ (TYPE) CANCEL is not available for TANDEM
User: COPY ... FUP DUP {1}, {2}, PURGE

User: DELete ............ PURGE

User: DIFference ........ (TYPE) DIFFERENCE is not available for TANDEM
User: DIRectory ......... FILEINFO

User: HELP .......c.0cc... HELP

User: PRINt ...v.veenenu... (TYPE) PRINT is not available for TANDEM
User: QUEUE ... veenennn. (TYPE) QUEUE is not available for TANDEM
User: REName ............ RENAME

User: STALUS .+ .vvvveennennn STATUS {ndf (1,"*,TERM")} {0}

User: SUBmMit ............ (TYPE) SUBMIT is not available for TANDEM
User: TYPe ........ioo... FUP COPY

User: WHO .........coce... WHO

User:

User>

The host independent commands are in the left column and the GUARDIAN command translations are in the
right column. Users can issue host independent commands as if they were commands native to GUARDIAN.
USER-Access takes care of the translation. Notice that a few commands, CANCEL, DIFFERENCE, PRINT,
QUEUE and SUBMIT are simply mapped to a special keyword ’( * with the message “xxx is not available for
TANDEM?”. If the user was to invoke one of these commands, USER-Access, upon seeing ‘(TYPE)’, would
display the message. These commands have no GUARDIAN translation. WHO translates to the GUARDIAN
command WHO. Typically, the WHO alias in USER-Access displays a list of users currently logged on to the
system; because of a lack of support for this command in GUARDIAN command interpreters, WHO describes
the user’s environment and defaults.

The following is an example of a LOCAL command that invokes a host independent command called TYPE.
TYPE translates to the GUARDIAN command FUP COpy which types out the contents of a file:

User> local type hello

Tandem: HELLO WORLD
Tandem: 1 RECORDS TRANSFERRED

Notice that the output from TYPE is equivalent to the output from FUP COPY:

User> local fup copy hello

Tandem: HELLO WORLD
Tandem: 1 RECORDS TRANSFERRED

Local GUARDIAN USER-Access users can also create their own local aliases using the SET LOCAL ALIAS
command. For example, to create a local alias called CURRENTDIR that shows the current default directory
(i.e. \NETEXEC.$DATAL.TEST), issue the following command:

User> set local alias currentdir env volume
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Now the SHOW LOCAL ALIAS command can be used to display the new alias:

User> show local alias

User: CANcel ............ (TYPE) CANCEL is not available for TANDEM
User: COPY .. iiennnnnn FUP DUP {1}, {2}, PURGE

User: CURRENTDIR ........ env volume

User: DELete ......c.c... PURGE

User: DIFference ........ (TYPE) DIFFERENCE is not available for TANDEM
User: DIRectory ......... FILEINFO

User: HELP .......c0cc... HELP

User: PRInt ............. (TYPE) PRINT is not available for TANDEM
User: QUEue .........c.... (TYPE) QUEUE is not available for TANDEM
User: REName ............ RENAME

User: STALUS «.vuveennnnn. STATUS {ndf(1,"*,TERM")} {0}

User: SUBmit ............ (TYPE) SUBMIT is not available for TANDEM
User: TYPE ... enennn FUP COPY

User: WHO ......eiieeen.n WHO

User:

This new alias is equivalent to the GUARDIAN command env Volume and is stored along with the local host
independent commands. Users can create as many local aliases as desired. To make them available for use in
all USER-Access sessions, edit them into a local USER-Access startup file.

Refer to “Command Descriptions” on page 121 of this manual for the list of valid LOCAL qualifiers and an
example of their use. Also see the “Advanced Local User’s Guide” on page 47 for further discussion on host
aliases and aliases in general.

Editing Remote Files with a GUARDIAN Editor

Using a predefined alias called EDIT, users can invoke their favorite GUARDIAN editor to edit files that reside
on the remote host in which they are connected. The EDIT alias is typically defined in the USER-Access site
startup file but can easily be redefined and customized in the user's startup file. The following is a sample EDIT
alias that invokes a GUARDIAN editor:

User> show alias edit

User: EDit .............. receive -mode char -cre repl {1} edittmp

User: ledit edittmp

User: ask -prom "Update remote (Yes/No)? " -def "Y" yn
User: set var S send -mode char -cre repl edittmp {1}
User: {cmp (yn, "Yes",S) }

User: local delete edittmp

User>

To invoke EDIT, the user simply types EDIT followed by the name of an existing file on the remote host:

User> edit rfile

In the example, the remote file rfile would automatically be transferred to the GUARDIAN system and the local
editor would be invoked. The user would then edit the file in the normal way. Once the edit session is over,
the user has the option of over-writing the remote file or not. Finally, the local temporary file is deleted. This
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EDIT alias can be greatly enhanced to address file protection, loss of remote connection, etc. It is up to the site
to determine exactly how EDIT should function in each environment.

Refer to the “Advanced Local User’s Guide” on page 47 for more information on developing multicommand
aliases.

Interrupting a Command within GUARDIAN USER-Access

To interrupt or terminate a command from executing once it has started, hit the <BREAK> key. This key will
cause any USER-Access, local, or remote host command to terminate within a few seconds. Often it is desirable
to interrupt a command if the output becomes too lengthy (e.g. a directory listing), or if the operation is no
longer wanted (e.g. sending a group of files). Interrupting a command with a single <BREAK> will result in
the USSER-Access prompt being displayed unless an alias or input script is handling interrupts specially. (This
is discussed in more detail in the “Advanced Local User’s Guide” on page 47.)

To terminate a USER-Access session that appears to have hung for some reason, hit the <BREAK> key three
times in a row. Three consecutive interrupts causes USER-Access to cleanup and exit.
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HP NonStop GUARDIAN Remote User’s
Guide

This section is intended for users who are currently running the USER-Access Initiator from any local host,
regardless of operating system, and would like to establish a network connection into a GUARDIAN host. The
information provided here and in “File Handling Under GUARDIAN USER-Access” on page 39 should be
enough to help a non-GUARDIAN user start being productive in a very short period of time. GUARDIAN
users should also reference these sections to become comfortable with how USER-Access operates in the
GUARDIAN environment.

Connecting into a GUARDIAN Host

A USER-Access network connection is established into a GUARDIAN environment by means of a process
known as the Service Initiator. The task of the Service Initiator is to process GUARDIAN login attempts from
remote USER-Access users (Initiators) and, if successful, start-up a server process (Responder) that will then
communicate with the remote user for the duration of the USER-Access session.

The server process started by the Service Initiator is a logged in, interactive process running under the given
username/password as supplied by the remote user. All remote login requests are logged in through
GUARDIAN’s COMINT (or, optionally, TACL) process to ensure that proper security is checked. Once the
Service Initiator has started the server process, it severs ties with both the remote user and the server process,
thus becoming available to service additional remote login requests.

Since all GUARDIAN logons through USER-Access are made using the standard COMINT or TACL process,
Guardian system and user logon startup files get processed in the usual way. If any of these startup files prompt
users for additional information at logon time (e.g. account number), this information must be passed as addi-
tional parameters on the USER-Access CONNECT or LOGIN command line. These additional parameters are
simply written to standard input following a successful logon, and will be read by the logon startup files as they
are requested.

For example, if the system wide logon startup file at a particular site prompts users for a company access
code, this access code would need to be passed through as an additional parameter on CONNECT or
LOGIN. For this example, assume the host name is TAN1, the username is GUEST with a password of
NETEX, and the access code is Al234. A remote user would issue the CONNECT command to logon to
the TANL1 system as:

User> connect tanl guest netex al234

CONNECT Qualifiers Used by GUARDIAN USER-Access

The CONNECT command (which is used by the LOGIN alias) has several qualifiers associated with it, of
which some are only used by certain systems to assist in the login process. One CONNECT qualifier is of
special importance to GUARDIAN USER-Access.

-COMmand  creates the specified GUARDIAN command interpreter process with which to login.
COMINT is the default; TACL is an alternative. Note that logging in with TACL may
take more time than logging in with COMINT.
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By default the following CONNECT qualifiers are not used by GUARDIAN USER-Access at connect/login
time:

ACCount
APPlication
PROFile
PROJect
SCRIpt
SECondary
SITE
Note: Your site may have customized USER-Access to use one or more of these additional qualifiers.

The CONNECT command as described in “Command Descriptions” on page 121 lists all applicable
CONNECT qualifiers.

Remote GUARDIAN USER-Access Startup Files

After establishing a successful connection into a remote GUARDIAN host, USER-Access executes the startup
files as described by the CONNECT SEARCH qualifier on the Initiator. The normal default definition of this
qualifier is:

User> show connect search
User: SEArch ............ (SITE) (USER)

Possible values for CONNECT SEARCH are the keywords (NONE), (SITE), (USER), or any valid remote file
specification containing USER-Access commands. The definitions for the special keywords as they relate to
USER-Access for GUARDIAN are given below.

(NONE) do not process any responder (or server) startup files.

(SITE) implies a USER-Access site startup file called ‘SSERVER’ located in the remote GUARDIAN
site directory. This is explained in more detail in “GUARDIAN USER-Access SEARCH Key-
words (SITE), (USER), and (NONE)” on page 95.

(USER) implies a USER-Access user-level startup file called ‘SERVER’ that is located in the user’s
login directory. This is explained in more detail in “GUARDIAN USER-Access SEARCH
Keywords (SITE), (USER), and (NONE)” on page 95.

No server startup files are required. If any do exist, USER-Access sends their contents (a sequence of USER-
Access commands) back to the local Initiator where they are then executed in the order described by the
SEARCH qualifier. The following USER-Access commands cannot be used in server startup files:

CONNECT
DISCONNECT
LOCAL
RECEIVE
REMOTE
SEND
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Transferring Files to a GUARDIAN Host

The file transfer capabilities of USER-Access are provided by two commands, SEND and RECEIVE. The
SEND command provides file transfer from the local host to a remote GUARDIAN host. The RECEIVE com-
mand transfers files from a remote GUARDIAN host back to the local host.

The SEND and RECEIVE commands function the same regardless of the host from which they are executed.
However, the command qualifiers to SEND and RECEIVE differ depending on the hosts involved. The quali-
fiers affect how files are stored, transferred, named, etc. For details on the SEND and RECEIVE qualifiers that
exist for file transfers to and from a GUARDIAN system, refer to “File Handling Under GUARDIAN USER-
Access” on page 39.

Executing Remote GUARDIAN TACL Commands

The REMOTE command gives users the ability to execute host commands on a remote GUARDIAN system
and view the results. Host commands can be either a native TACL command or a USER-Access remote alias
(or host-independent command) having a TACL command translation.

The following is an example of the REMOTE command being used within GUARDIAN USER-Access to
display the Home terminal of the USER-Access connection. The TACL command is who:

User> remote who

Tandem: Home terminal: $Z0X4

Tandem: TACL process: \NETEXEC.$zZ0X5

Tandem: Primary CPU: 0 (NSR-E)

Tandem: Default Segment File: \NETEXEC.S$DATALl.#0001612

Tandem: Pages allocated: 8 Pages Maximum: 1024

Tandem: Bytes Used: 12924 (0%) Bytes Maximum: 2097152

Tandem: Current volume: $DATA1l.TEST Current system: \NETEXEC
Tandem: Saved volume: SDATAL.TEST

Tandem: Userid: 60,14 Username: SUP.TEST Security: "NNNN"
Tandem: Logon name: SUP.TEST

The prefix Tandem: indicates that the results are being returned from the GUARDIAN host. This prefix can
be modified or turned off using the SET REMOTE PREFIX command.

Using REMOTE to execute commands on a GUARDIAN host, it is possible to do tasks such as invoke a com-
piler, run a command procedure, delete a file, etc. Any noninteractive, nonscreen oriented GUARDIAN com-
mand can be issued. Interactive commands that require users to respond to prompts or full screen oriented
applications cannot be run through USER-Access using the REMOTE command. It should be noted, however,
that many interactive tasks can still be performed remotely by providing an input file containing the requested
information.

To execute a remote command under GUARDIAN, USER-Access activates a command interpreter, then issues
the command under it. Therefore, any command that is issued within the sub-process that changes the user’s
environment will have no effect on the parent process or USER-Access.
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The most likely item for a user to modify is the remote directory default. Issuing a REMOTE VOLUME will
not permanently change the volume-subvolume. The only way to effectively change the volume-subvolume is
to use the SET REMOTE DIRECTORY command:

User> set remote directory Sdatal.uatest

A display of the remote directory will verify the change:

User> show remote directory
User: DIRectory *.** ***+* Sdatal.uatest

The new directory value will be used as the default directory for all subsequent REMOTE commands and file
transfers since USER-Access makes this change to the parent process, not a sub-process. Therefore, the
GUARDIAN command WHO results in the following display:

User> remote who

Tandem: Home terminal: $Z0X4

Tandem: TACL process: \NETEXEC.S$Zz0X5

Tandem: Primary CPU: 0 (NSR-E)

Tandem: Default Segment File: \NETEXEC.S$DATALl.#0001612

Tandem: Pages allocated: 8 Pages Maximum: 1024

Tandem: Bytes Used: 12924 (0%) Bytes Maximum: 2097152

Tandem: Current volume: $DATAL.UATEST Current system: \NETEXEC
Tandem: Saved volume: SDATALl.TEST

Tandem: Userid: 60,14 Username: SUP.TEST Security: "NNNN"
Tandem: Logon name: SUP.TEST

Note the value of the “Current Volume:”.

For more information on the REMOTE command, refer to “Command Descriptions” on page 121 of this man-
ual.

Issuing Remote GUARDIAN Host Independent
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Commands

Although executing GUARDIAN commands from a remote system may be very useful, many times remote
users are not familiar with the GUARDIAN command set. Therefore, USER-Access makes a set of Host Inde-
pendent Commands available for all users around the network to use, without requiring them to learn each
host’s command set. To display the list of host independent commands defined for GUARDIAN USER-Access,
issue the SHOW REMOTE ALIAS command:

User> show remote alias
12:46:59 MVS:

12:46:59 MVS:CANcel .....covuen.. (TYPE) CANCEL is not available for TANDEM
12:46:59 MVS:COPY .. i iiien.. FUP DUP {1}, {2}, PURGE

12:46:59 MVS:DELete ............ PURGE

12:46:59 MVS:DIFference ........ (TYPE) DIFFERENCE is not available for
TANDEM

12:46:59 MVS:DIRectory ......... FILEINFO

12:46:59 MVS:HELP ... ... HELP

12:46:59 MVS:PRInt ............. (TYPE) PRINT is not available for TANDEM
12:46:59 MVS:QUEUE &« vvvvevnnnnn. (TYPE) QUEUE is not available for TANDEM
12:46:59 MVS:REName .........o... RENAME

12:46:59 MVS:STAtUS v v v v ennwnn. STATUS {ndf (1,"*,TERM")} {0}

12:46:59 MVS:SUBmMit ...vovewnn.. (TYPE) SUBMIT is not available for TANDEM
12:46:59 MVS:TYPe ... FUP COPY

12:46:59 MVS:WHO . ... WHO

12:46:59 MVS:

User>

The host independent commands are in the left column and the GUARDIAN command translations are in the
right column. Users can issue host independent commands as if they were commands native to GUARDIAN.
USER-Access takes care of the translation. Notice that a few commands, CANCEL, DIFFERENCE, PRINT,
QUEUE, and SUBMIT are simply mapped to a special keyword ‘(TYPE)’ with the message “xxx is not avail-
able for TANDEM”. If the user was to invoke one of these commands, USER-Access, upon seeing ‘(TYPE)’,
would display the message. These commands have no GUARDIAN translation. Since there currently exists a
GUARDIAN command WHO, the HOST-Independent Command WHO translates to the GUARDIAN com-
mand WHO. Typically, the WHO command in USER-Access displays a list of users currently logged on to the
system; because of a lack of support for this command in GUARDIAN command interpreters, WHO describes
the user’s environment and defaults.

Below is a list of all standard GUARDIAN host independent commands along with a description of how they
are used. From any local USER-Access Initiator, any of these commands can be invoked on a GUARDIAN
system by means of the REMOTE command.

CANCel this command is not supported in GUARDIAN USER-Access.

COPY copy a GUARDIAN file to another file name or GUARDIAN directory. The format is:
COpy file specl file spec2

DELete delete a file or set of files on the GUARDIAN host. The format of DELETE is:

DELETE file spec

DIFference  this command is not supported in GUARDIAN USER-Access.
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DIRectory display a listing of all the files in the given GUARDIAN directory. The wildcard character ‘*’
can be used to list only select files if desired. The format is:

DIRECTORY [directory name | file spec]

HELP obtain help on a GUARDIAN topic. The format is:
HELP [guardian topic]
PRInt this command is not supported in GUARDIAN USER-Access.
QUEue this command is not supported in GUARDIAN USER-Access.
REName chance the name of the specified GUARDIAN file to the new name specified as the second

parameter. The format is:

RENAME old name new name

STAtus display a listing of the current activity on the GUARDIAN host. If no parameters are given,
the default parameter is “*,TERM’. No parameters are required.. The format is:
STATUS
SUBmit this command is not supported in GUARDIAN USER-Access.
TYPE type out the contents of a GUARDIAN file. The format is:

TYPE file spec

WHO since there currently exists a GUARDIAN command WHO, this command is not supported in
GUARDIAN USER-Access as a host-independent command.

Users can also create their own remote aliases using the SET REMOTE ALIAS command. For example, to
create a remote alias called LISTFILES that gives a GUARDIAN directory listing (FILEINFO), issue the fol-
lowing command:

User> set remote alias listfiles FILEINFO

Now the SHOW REMOTE ALIAS command can be used to display the new alias:

User> show remote alias listfiles
User: LISTFILES ............ FILEINFO

This new alias is equivalent to the DIRECTORY host independent command and is stored in the same fashion.
Users can create as many remote aliases as desired. To make them available for use in all USER-Access ses-
sions, edit them into a remote USER-Access startup file.

Refer to “Advanced Local User’s Guide” on page 47 for further discussion on host aliases and aliases in general.
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File Handling Under GUARDIAN USER-
Access

This section is intended to address GUARDIAN file handling issues as they relate to USER-Access file transfer
commands SEND and RECEIVE. Both local and remote GUARDIAN USER-Access users should use this
section as a reference for transferring files to and from a GUARDIAN host. Prior to reading this section, it is
important to understand the following terminology:

Source Host Refers to the host in which the source file (of either a SEND or RECEIVE), resides.
The source file is the existing file which is being transferred to the destination host.
Destination Host Refers to the host in which the destination file (of either a SEND or RECEIVE), will

be created. The destination file is the new file that results following a file transfer.

The distinction between Source Host and Destination Host is important since both the SEND and RECEIVE
commands always transfer files from the Source Host to the Host. SEND and RECEIVE command qualifiers
are for the most part tied directly to the Destination Host Destination since that is where files get created.

The following section describes the SEND and RECEIVE qualifiers that exist for file transfers when a
GUARDIAN system is the Destination Host.

GUARDIAN File Transfer Qualifiers and Default Values

Below is a list of the SEND and RECEIVE command qualifiers that are available for file transfers when a
GUARDIAN system is the Destination Host. That is, when the local host is a GUARDIAN system, the quali-
fiers listed below pertain to the RECEIVE command (local GUARDIAN is the Destination Host). When the
remote host is a GUARDIAN system, the qualifiers listed below are valid for the SEND command (remote
GUARDIAN is the Destination Host).

-COMPress (BOOLEAN) this optional qualifier indicates whether or not USER-Access should per-
form compression as part of the file transfer. This value should be set to either ON or
OFF. When COMPRESS is enabled, the data is compressed by the sender. The com-
pression can be done by differing methods specified by the file transfer qualifier —
METHOD (specified by the sender). The default for this value is OFF. For more in-
formation on the compression algorithms, refer to “USER-Access Data Compression”
on page 92.

-CRC (BOOLEAN) indicates whether or not USER-Access should perform a CRC as part of
the file transfer. When CRC is enabled, a 32-bit CRC is calculated by the sender along
with a block sequence number. These are verified by the receiver. The default for this
value is OFF.

-CREate (STRING) indicates to the destination GUARDIAN host how to create the new file.
Each host has its own CREATE options and defines a default that represents the “nor-
mal” thing to do when creating new files. On GUARDIAN, the “normal” thing to do
is replace an existing file if a file by the same name currently exists. Therefore, the
default CREATE option on GUARDIAN is REPLACE. Other options are APPEND
and NEW. NEW returns an error if a file by the same name already exists. APPEND
appends the source file to the destination file if it exists, or creates a new file if it does
not.
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-EXPand

-FLOW

-MAXRECord

-METHod

-MODe

-PARTialrecord

-QUlet

-SPAce

Page 40

(BOOLEAN) this optional qualifier indicates whether or not USER-Access should per-
form data expansion (decompression) as part of the file transfer. This value should be
set to either ON or OFF. When EXPAND is enabled, the data is decompressed by the
receiver. There are differing methods of decompression and the receiver will automat-
ically use the same method as was used to compress the data. If the file was not com-
pressed and this qualifier is set ON, USER-Access will not decompress the file while
returning an informational message. The default is OFF. For more information on the
compression algorithms, refer to “USER-Access Data Compression” on page 92.

(BOOLEAN) indicates whether or not USER-Access should enable file transfer flow
control. When FLOW is on, every block to be transferred must be requested by the
receiving host. The sender sends a block only when the receiver is ready for one.
FLOW exists to prevent unnecessary transfers causing retry conditions when there are
delays at the remote host during file transfers that can be caused, for example, by an
interactive/selective restore from an archive file. (Waiting for an operator to load a
tape is another example of when FLOW may be required). Because each block must
be requested by the USER-Access receiver, a significant penalty in performance is paid
when FLOW is enabled. Default is ‘OFF’.

(INTEGER) the maximum allowed record size when transferring files in
CHARACTER or RECORD mode. If an attempt is made to transfer a file in
CHARACTER or RECORD maode that has records larger than MAXRECORD, the
transfer will terminate with an appropriate error message.

(STRING) this optional qualifier specifies the data compression method that USER-
Access should use to compress the data when the -COMPRESS qualifier is ON. This
value can be set to either LZW or RLE. LZW specifies Lempel-Ziv-Welch compres-
sion, and RLE specifies the run-length-encoding method. The default is method is
LZW. For more information on the compression algorithms, refer to “USER-Access
Data Compression” on page 92.

(STRING) the current file transfer mode. USER-Access for GUARDIAN supports the
following modes: CHARACTER, STREAM, RECORD, BACKUP, RESTORE,
V1CHAR, and COPY. The value of MODE is used internally by USER-Access to
decide how to open and create files being transferred. A mode must be supported by
both hosts in order to have a successful transfer. For more information, refer to
“Transfer Modes Supported Under GUARDIAN ” on page 45.

(BOOLEAN) with PARTialrecord enabled, records of length greater than the block
size can be transferred. The default is ON

(BOOLEAN) tells USER-Access whether or not to display informational type mes-
sages on file transfer. This value should be set to either ON or OFF. The default is
OFF.

(INTEGER) the number of bytes which USER-Access should allocate to the destina-
tion file prior to the file transfer. A ‘K’ or an ‘M’ may be appended to the number to
represent kilobytes or megabytes, respectively. If SPACE is specified as either a 0 or
a value with a leading asterisk (*), USER-Access uses the size of the source file to
determine how much space should be allocated to the destination file. Specifying a
positive SPACE value without a leading asterisk tells USER-Access to use the larger
of the SPACE values or the size of the source file. Generally SPACE is used only for
special applications or when the source host cannot determine the size of the source
file being transferred.
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-TANCode (integer) specifies a GUARDIAN file type to assign the file when transferred to a
GUARDIAN host. The default is a null string (“ <) and assigns a file type of O. This
gualifier is valid on a SEND or RECEIVE command TO a GUARDIAN host.

-WILDCode (integer) specifies a GUARDIAN file tie to select only those files with types that match
this type when wildcarding files. The default (..”) matches all file types. This qualifier
is valid on a SEND or REEIVE command FROM a GUARDIAN host.

Definition of DIRECTORY Under Guardian USER-Access

When USER-Access is invoked from either the Initiator or Responder side, the session begins with a default
definition for the DIRECTORY qualifier for both LOCAL and REMOTE. The definition of this qualifier under
GUARDIAN is the user’s current volume-subvolume combination. This DIRECTORY value becomes the
default for all file transfers when no source or destination pathname is specified. It is also the default for all
LOCAL and REMOTE commands issued through USER-Access.

To change the default value of DIRECTORY, the USER-Access commands SET LOCAL DIRECTORY and
SET REMOTE DIRECTORY are used. For example, if the remote host is a GUARDIAN system and the
current value of the remote DIRECTORY is $DISK4.0LD, a new volume-subvolume value of $VOL1.GUEST
can be established as:

User> set remote directory Svoll.guest

To display the new value of the remote directory, the SHOW command is used:

User> show remote directory
User: DIReCtOry ...eeveeno.. SVOL1.GUEST

All subsequent file transfers and remote commands will then use this new value as a default when no volume-
subvolume is given.

GUARDIAN File Specifications

Below is a very brief discussion of file specification syntax on GUARDIAN operating systems. This is provided
as an aid to the occasional GUARDIAN user who is interested in transferring files to or from a GUARDIAN
system yet is unsure of file specification syntax.

A GUARDIAN file specification begins with the volume (identified by ‘$’), a unique name that identifies the
current volume. One subvolume name may follow, being separated from the volume name and the file name
by periods (“.”).

A file specification under GUARDIAN has the format:
$volume. subvolume.name
Where:

VOLUME the volume name can be 1 to 7 characters in length, and must begin with a letter and alpha-
numeric characters may follow.

SUBVOLUME the subvolume name can be 1 to eight characters in length and must begin with a letter;
alphanumeric characters may follow.

NAME the file name can be 1 to eight characters in length and must begin with a letter; alphanu-
meric characters may follow.

An example GUARDIAN file specification is:
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Swork7.smith.manual

GUARDIAN doesn’t care if a certain SUBVOLUME name currently exists when creating files or displaying
files. For example, if the user wants to save a file, and the file to create has a SUBVOLUME name that is
unknown when it is specified, GUARDIAN simply creates the SUBVOLUME at that time.

A typical USEER-Access user would set his GUARDIAN default directory, then SEND files from it to a remote
host or RECEIVE files into it. In this way, one only needs to specify the file name portion of the pathname in
most cases.

In a network situation, to provide access to files on remote systems, any file name can be qualified by a system
name. A system name must be prefixed by a backslash (\), can be 1 to 7 characters in length and must begin
with a letter, then alphanumeric characters my follow, and should be separated from the file name with a period
(.)- The length of the volume name used with a system name must have at most 6 letters and/or digits. The
external form of a network file name follows:

\systemname.$volume.subvolume.name

GUARDIAN File Specification Examples

Some example GUARDIAN file specifications are listed below to help non-GUARDIAN users set a better
understanding of their appearance.

SUSR.BARRY.PAG
SGUARDIAN.SOURCES.FILEC
$MYPROG.FILE.O
\NEWYORK.MYFILE
SETC.PROGS.x
SGIANT.DOC.TEXT

NONAME

When the VOLUME name is missing, and/or SUBVOLUME name is missing the current the current volume
and/or subvolume is used as the default.

File Transfer Examples from a Local GUARDIAN Host

Example 1

To send the file alpha.for from the current default volume-subvolume ($nsc.smith), to a remote host, the fol-
lowing command would be issued:

User> send alphafor

User: SOURCE DESTINATION SIZE
User: ———————————============== ————————————————— ———————
User: $NSC.SMITH.ALPHAFOR ALPHAFOR 54909

Notice the entire source filename is displayed. The resulting destination file specification depends on the re-
mote host in which the connection is made. If no destination name is specified, the source name is used to
construct the destination name, and the file is stored in the current default remote directory. The size indicated
in the display represents an approximation of the number of bytes from the source file transferred.

Example 2

To send the executable file testlexe from the volume-subvolume $mary.joe, to the remote host with the new
name of testlsav, issue the following.

Page 42 File Handling Under GUARDIAN USER-Access MAN-REF-H363-3.4.3



User> send Smary.joe.testlexe testlsav -mode stream

User: SOURCE DESTINATION SIZE
User: ———=——————————=—=-——----——-= S ——————————————— ———— -
User: SMARY.JOE.TEST1EXE TEST1SAV 228512

The MODE qualifier was set to STREAM because it was known that the file being transferred was a non-record
oriented binary file.

Example 3

The following example demonstrates wildcarding with the SEND command qualifier WILDCode. This quali-
fier allows further selection of the files to transfer by specifying the types of files that USER-Access can send.

User> send b* -wildcode 101

User: SOURCE DESTINATION SIZE
User: ———=—————=—————=—=-——----——-= —o——————————————— ———— -
User: $SYSTEM.TMP.BROWNDOC BROWNDOC 4365

Note that other files that begin in ‘B’ would also have been sent if they had a GUARDIAN WILDCODE of
101.

File Transfer Examples to a Remote GUARDIAN Host

Example 1

To send a local file called myfile.tmp from a non-GUARDIAN system to a GUARDIAN host, forcing a CRC
on the transfer, the following command is issued:

User> send myfile.tmp -crc

User: SOURCE DESTINATION SIZE
User: —-—————=————————=—= o —
User: MYFILETMP SJONES.TXT.MYFILE 1922

Note that USER-Access removed the period and extension (*. TMP”) from the GUARDIAN system’s file name.
Example 2

To receive a file called logincom from a remote GUARDIAN host, issue the command:

User> receive logincom

User: SOURCE DESTINATION SIZE
User: ———————=——=—="—="—"="="="—"—"—"—"—"—"—  ——————————————————— = ———————
User: S$SYSTEM.JONES.LOGINCOM LOGINCOM 2046

Note that the source file came from the default volume-subvolume $SYSTEM.JONES.
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Example 3

The following example demonstrates the RECEIVE command qualifier TANCode to set the TANDEM
FILECODE to 101:

User> receive black.doc —-tanc 101

User: SOURCE DESTINATION SIZE
User: ———=—————=—————=—=-——--=-=—= —-—————————————————— ———— -
User: BLACKDOC $SYSTEM.TMP.BLACK 82293

Note that the extension from the non-GUARDIAN system file specification was ignored on the GUARDIAN
host.

Example 4

To perform the same receive command as in Example 3, and tell USER-Access to append any file extension to
the end of the filename, use the following command:

User> receive black.doc ** —tanc 101

User: SOURCE DESTINATION SIZE
User: ———=—————=—=————=—=————-==—= ————————————————————  ——————-—
User: BLACKDOC $SYSTEM.TMP.BLACKDOC 82293

Note that USER-Access removed the period (°.”) in the non-GUARDIAN system’s file name. The first asterisk
is replaced with the source file name portion, and the second asterisk is replaced with the extension portion.
The same effect would occur with a wildcard specification on the files to be transferred from the non-
GUARDIAN system, all of the files transferred would contain the file name with the extension appended to it
on the GUARDIAN host.

Source Wildcard Support for GUARDIAN File Transfers

Wildcarding is valid on the source file specification for both the SEND and RECEIVE commands. Two USER-
Access wildcard characters have been defined in an attempt to standardize the wildcarding for all hosts which
can support it. These are:

* matches zero or more characters. For example, *def matches the strings abcdef, cdef, def.

? matches exactly one character. For example, ?def matches the strings adef, bdef, cdef, but does not
match abcdef or def.

In addition to the USER-Access wildcard characters, one can also make use of the GUARDIAN wildcarding
capabilities where the two do not conflict.

An example use of source wildcarding for GUARDIAN USER-Access appears below. The example demon-
strates sending all the files in the default volume-subvolume that start with the letter B:

User> send b*

User: SOURCE DESTINATION SIZE
User: —-——————————————
User: S$SYSTEM.TMP.BLACK BLACK 82293
User: S$SYSTEM.TMP.BLUE BLUE 1674061
User: S$SYSTEM.TMP.BROWN BROWN 4365
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Destination Wildcard Support for GUARDIAN File Trans-
fers

Destination wildcarding is also available on GUARDIAN USER-Access. Destination wildcarding makes it
possible to transfer a set of files from one system to a GUARDIAN host, modifying the file names as part of
the process. The single character “*’ is used to make this happen.

When a “*’ is seen as part of the destination file specification, USER-Access replaces it with either the “file
name” portion of the source file specification or the “file extension” portion of the source file specification,
depending on its position in the destination file specification. For example, to send all of the files with an
extension of FTN from some local host to a GUARDIAN host, renaming the files with an extension of FOR,
destination wildcarding would be used as:

User> send *.ftn *.for

User: SOURCE DESTINATION SIZE
User: ——————————— -
User: ABCDEF.FTN SGUEST .WORK.ABCDEFFO 33114
User: SAMPLE.FTN SGUEST .WORK.SAMPLEFO 67261
User: TEST.FTN SGUEST.WORK.TESTFOR 4277

In this example, USER-Access replaced the “*’ in the destination file specification with file names (ABCDEF,
SAMPLE, TEST) from the source file specifications. The file extension was also renamed from FTN to FOR.
Notice that USER-Access truncated the file name to fit the 8 character requirement in GUARDIAN. It is also
possible to append characters around the ‘*’. For instance the destination file specification could have appeared
as:

User> send *.ftn x*x

User: SOURCE DESTINATION SIZE
User: ————————— - -
User: ABCDEF.FTN SGUEST.WORK.XABCDEFX 33114
User: SAMPLE.FTN SGUEST.WORK.XSAMPLEX 67261
User: TEST.FTN SGUEST.WORK.XTESTX 4277

In this example, destination wildcarding was used to modify both the file name and file extension portion of the
destination file.

Transfer Modes Supported Under GUARDIAN USER-
Access

GUARDIAN USER-Access supports seven modes of file transfer: BACKUP, CHARACTER, COPY,
RECORD, RESTORE, STREAM and V1CHAR. A user selects the file transfer mode by setting the SEND or
RECEIVE qualifier MODE. The mode must be supported by both hosts for a successful file transfer. The
MODE qualifier defines the form in which data will be transferred between two actively connected hosts. Keep
in mind that the internal representation of data within a file varies from host to host even though most hosts
define the same modes of transfer. Each mode is described in further detail below as it relates to GUARDIAN.

Note: A more detailed description of each transfer mode is given in “Advanced GUARDIAN Transfer Modes”
on page 98.

BACKUP mode is designed to allow GUARDIAN files to be backed up on some other host and then restored,
with full characteristics, at some later time. A special header is built around the resulting file in order to properly
restore the file and its original characteristics. BACKUP under USER-Access for GUARDIAN is more
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advanced than in other systems; it saves full file characteristics as part of the backup header. The resulting file
will generally not be intelligible on the destination host, but can be restored to a GUARDIAN system as it
originally existed.

CHARACTER mode file transfers are generally designed for moving text files from one host to another. This
mode performs automatic code conversion across the network and assumes the data being transferred contains
only text data. An error will generally result if an attempt to transfer binary data is made.

COPY mode is designed for peer to peer file transfers. In COPY mode, GUARDIAN files can be moved from
one GUARDIAN system to another very efficiently. USER-Access keeps track of all file characteristics and
restores them on file creation. Any type of file (text or binary) can be transferred very fast in COPY mode since
file access is done as efficiently as possible, without individual records having to be manipulated. The data in
COPY mode is transferred as an unstructured stream of bytes.

RECORD mode transfers are designed for moving record oriented binary data. As in STREAM mode, no code
conversion is performed on the data. In RECORD mode, the qualifier MAXRECORD determines the maxi-
mum allowable record that can be read from or written to a file.

RESTORE mode is used to restore a file previously transferred in BACKUP mode. RESTORE mode expects
to find a backup header built around the file it is attempting to restore. Refer to the discussion on BACKUP
mode above.

STREAM mode file transfers are generally designed for moving files that contain block oriented binary data.
STREAM mode files are transferred as an unstructured stream of bytes, without record orientation, although
the data may contain record headers. No code conversion is performed on the data for STREAM mode transfers.

V1CHAR mode is provided for compatibility with Release 1 versions of USER-Access. It is equivalent to
CHARACTER mode under Release 1.
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Advanced Local User’s Guide

Introduction

This section is intended for users who already have a good working knowledge of USER-Access and would
like to learn more details about the product. Site administrators responsible for USER-Access as well as those
users developing USER-Access scripts and aliases will benefit most from this section.

The majority of this section discusses how to develop a custom USER-Access interface through the use of string
functions, input scripts, and aliases. The remainder of the section discusses advanced topics such as user-
definable help files and USER-Access batch jobs.

Special Characters

Several characters have special meaning to USER-Access when it is parsing a command line. The position of
the character within a line is a determining factor on how USER-Access will interpret it. The characters are:

*

The asterisk is treated as a comment character if it appears as the first character on the command line.
That is, USER-Access ignores the line. (An alternate comment character is the ‘#’). Comments are
generally used within USER-Access alias definitions and input files to make them more readable for
the user. The following are example USER-Access comment lines:

User> * This is a comment and is ignored.

This is identical to the ‘*’ character as described above.

User> # The pound sign is treated as a comment too.

The dash character has two meanings within USER-Access. First, if it appears as the last character of
a command line, it tells USER-Access to continue the command on the next line. USER-Access then
prompts for more input. For example:

User> set alias example -
More>> text Example of continuing a command on the next line.

The second use of the dash character is to specify a qualifier to a USER-Access command. A qualifier
must follow the dash without any spaces between the two. For example, to turn on quiet mode on the
SEND command, the user would specify the QUIET qualifier as below:

User> send -quiet source destination

To tell USER-Access to take the dash literally on a command line, escape it by typing two dashes in a
row (i.e.,’- -%)

The exclamation point is used by USER-Access as the escape character for special command line pro-
cessing. Depending upon its position within a command line, it is interpreted several different ways.
First, the exclamation point is used to create multi-command aliases when it appears as the last character
on the command line (with no trailing spaces). For example, to create a two command alias called
NAME, the exclamation point is used as follows:

User> set alias NAME {} ask —-prompt “Enter Name: “ name !
More>> text Hello {name}
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Second, the exclamation point is used to escape the ‘{‘ and ‘}’ characters. An exclamation point ap-
pearing immediately before either of these characters tells USER-Access to take them literally and skip
any string processing that would normally be done. For example:

User> text Leave the braces !{herel}.

Finally, the exclamation point is used to tell USER-Access not to do any alias processing on a given
command. Since an alias may have the same name as a USER-Access command, an exclamation point
immediately preceding a command tells USER-Access to use the command, not the alias. The same
holds true for local and remote command aliases. If an exclamation point appears immediately before
a command preceded by LOCAL or REMOTE, USER-Access uses the command as it appears without
processing it as an alias. Each of the following lines in the example below tell USER-Access to use
the command even if an alias by the same name has been defined

User> !text ignore alias processing on text
User> local !dir
User> remote !who

{ This character marks the beginning of string substitution. It is used along with the character ‘}’ to
delimit a positional parameter, a string variable, or a string function. For example, to print out the value
of string variable NAME, the following command could be issued:

User> text Your name 1s {name}
To tell USER-Access to take either the {* or ‘}’ literally, use the exclamation point:
User> text Print the line with braces !{name!}
To tell USER-Access to turn off string, substitution, the sequence “{}’ is used:
User> text {} Turn off string substitution {name}
} This character marks the end of string substitution. See the explanation of ‘{‘ above.
«“ The double quote character allows the user to create a string that contains embedded blanks:
User> set input prompt “NEW PROMPT> “

To escape the double quote character, type two in a row (i.e.,””).

USER-Access String Substitution

USER-Access string substitution gives users the ability to write complex aliases and input scripts. String sub-
stitution can take place anywhere within a USER-Access command line. The syntax is:

{string}

where string is either a string literal, string variable (including positional parameters), or a string function.
String substitution involves the replacement of {string} by its computed value. The result, or replaced value,
of string substitution is always a string.

A string literal refers to any quoted string. The following are examples of a string literal:

ANURERNY

ANY

Box
“ Big Box
“This is a Big Box”

AN

Performing string substitution on these string literals within a USER-Access TEXT command produces the
following results:

User> text {“ “}.
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User:

User> text {“Box”"}.
User: Box.

User> text {“This is a Big Box”}.
User: This is a Big Box.

A string variable, also referred to simply as a variable, is an arbitrary name that is associated with a predefined
character string value. Assume the following string variables exist and are defined as indicated:

Variable Definition
hostname BLUESKY

a Sample string
day 28

String substitution involves the replacement of a string variable by its currently assigned value. Therefore,
performing string substitution on these variables within the TEXT command, produces the following results:

User> text {hostname}.
User: BLUESKY.

User> text {a}.
User: Sample string.

User> text {day}.
User> 28.

String function refers to one of the USER-Access defined functions that may accept parameters and return a
string as a result. A few simple string functions with sample arguments appear below:
date ()

upper (“this is a test”)
cmp (“good”, “bad”, “Compared”, “Didn’t compare”)

Performing string substitution on these example string functions result in the following:
User> text {date()}.
User: Sun Apr 7, 2017.

User> text {upper (“this is a test”)}
User: THIS IS A TEST.

User> text {cmp(“good”, "“bad”, "“Compared”, "“Didn’t compare”)}
User: Didn’t compare.

Although the TEXT command was used in all of the examples above, string substitution can be performed
anywhere within a USER-Access command line, whether it is part of another USER-Access command, or on a
line by itself. It’s important to remember that the result of any string substitution is simply another string.
Therefore, the resulting string could even be a USER-Access command.

String Variables

USER-Access variable names can be from one to twenty alphanumeric characters long, including underscores
or similar special characters. There are two types of variables, local and global. A local variable exists only
within the input level, or input file in which it was initially defined. If an input file is nested, it cannot reference
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local variables defined by its caller. A local variable defined within an input file is no longer valid after that
input file is exited.

A global variable can be defined from any input level, or input file, and referenced by any other one. That is,
once a global variable is defined within a USER-Access session, that variable is known throughout the session,
regardless of the current input level. Generally it is better to use local variables whenever possible since these
do not get left around from input file to input file. Global variables, on the other hand, take up USER-Access
internal storage and can eventually lead to a “Environment overflow” condition. This condition may be relieved
by undefining some previously defined global variables as described later in this section. This will recover
internal storage space, even though the undefined variable will still be displayed with a null value.

Variables can be defined in a couple of ways. The most obvious is with the SET VARIABLE and SET
GLOBAL commands. SET VARIABLE is used to define a local variable; SET GLOBAL defines a global
variable. An example of each of these appears below:

User> set variable username smith

and,
User> set global days Saturday and Sunday

In the first case, local variable username was given the value ‘smith’. In the second case global variable days
was assigned the value ‘Saturday and Sunday’. Keep in mind, all variables are defined as character strings. To
show the current value of the variables defined above use the SHOW VARIABLE and SHOW GLOBAL com-
mands respectively:

User> show variable username
User: USERNAME .......... smith

and,

User> show global days
User: DAYS ..t iieennnnn Saturday and Sunday

To undefine a local or global variable, use the SET command with the variable name and no value. For example,
to undefine the two variables described above, use the following commands:

User> set variable username

and,
User> set global days
An undefined variable will appear in a SHOW VARIABLE or SHOW GLOBAL display as a variable without

a definition. If an undefined variable is referenced within a USER-Access command, a null string is substituted
in its place.

The second way to define a local variable is with the ASK command. The example below defines the variable
username again, but using ASK:

User> ask -prompt “Enter Username: “ username
Enter Username: smith

The real significance of string variables is the ability to use them within USER-Access aliases and input scripts.
To reference the value of a variable, enclose the variable name in braces {} within a USER-Access command
line (this invokes string substitution). Refer back to the variables username and days above. Their values can
be used in the TEXT command as:

User> text The value of variable username 1s {username}.
User: The value of variable username is smith.

and,
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User> text {days} are coming soon.
User: Saturday and Sunday are coming soon.

The braces around the variable name tell USER-Access to replace it with its assigned value.

Since local and global variables are stored differently within USER-Access, it is possible to create a global
variable with the same name as a local variable. For example:

User> set variable hostname alpha
User> set global hostname omega

The variable hostname has been defined twice, once as a local variable with a value of ‘alpha’ and again as a
global variable with a value of ‘omega’. Because USER-Access gives precedence to local variables, referencing
{hostname} will result in the local value of ‘alpha’. A special syntax is used to reference the value of a global
variable when a local variable of the same name exists. An example follows:

User> text The local value is {hostname}.

User: The local value is alpha.

User> text The global value is {hostname:globall}.
User: The global value is omega.

By default, when a variable is enclosed in braces (without the ‘:global’ syntax), USER-Access looks for a local
variable by that name. If one is found, its value is returned. If one is not found, USER-Access looks next for
a global variable by the same name and uses its value if found. Appending the variable name with ‘:global’
within the braces tells USER-Access not to look for a local variable but instead look immediately for a global
variable of that name.

USER-Access carries this special syntax one step further in allowing the substitution of USER-Access com-
mand qualifier values. These values can be used as variables as shown below. The syntax is:

{qualifier:cmd}

where qualifier is avalid qualifier (including informational qualifiers) for the specified command cmd. For
example, if the current value of the SEND qualifier ‘CREATE’ was defined to be ‘new’, this could be referenced
as:

User> text SEND qualifier CREATE is {create:send}.
User: SEND qualifier CREATE is new.

The following example shows how the command qualifiers can be used to set the USER-Access input prompt.
Since the prompt is controlled by the INPUT command qualifier PROMPT, this can be modified to the user’s
liking. To change the prompt from the default of ‘User> ‘ to the current name of the remote host (assume it’s
called STARMAN), the following command is used:

User> set input prompt {} {host:remote}>
STARMAN>

The syntax {host:remote} says to extract the value of informational qualifier HOST from the REMOTE com-
mand defaults, and replace this value on the command line. (The empty {} is explained in the section entitled
“Disabling String Substitution” on page 73). The following command produces an equivalent result:

User> set input prompt STARMAN>
STARMAN>

Although the result is equivalent, the second example above does not allow for flexibility within an alias or
input script, nor is it flexible enough to change for each connection made to a different remote host.
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String Literals

A string literal as mentioned earlier, is any quoted string. Quoted strings refer to a string of characters, enclosed
in double quotes, from zero to n long, where n is arbitrarily long depending on the space remaining in the
USER-Access input buffer.

Below is an example of a string literal used with string substitution and the string function LOWER() (described
on page 68) to define the USER-Access prompt as command? with two leading and two trailing spaces.

User> set input prompt {lower(“ COMMAND? ")}

This will result in the following prompt, including the two leading and two trailing spaces:

command?
In order to have embedded double quotes within a string literal, the user must escape each one with a second
double quote. The example below shows this:

User> set input prompt {lower (“““Enter a Command:"““ "“)}

The resulting prompt would be:

“enter a command:”
with a single trailing space.

The examples above demonstrate the use of string literals within the SET command. Quoted strings within a
TEXT command, however, are taken literally. Therefore, to display the same “enter a command:” with double
guotes using the TEXT command, the following syntax is used:

User> text “enter a command:”
User: “enter a command:”

String Functions

USER-Access string functions perform certain predefined tasks and return a string as output. String functions
perform such tasks as comparing two strings, forcing a string to upper/lower case, returning the status of the
previous command, and sleeping for a predetermined amount of time. Some string functions require arguments
and some do not. All arguments passed to a string function must be either a numeric constant, string literal, a
string variable, or another string function. For example, the string function lower () takes a single argument
which is a string that will be forced to all lower case characters. The following are all valid arguments:

lower (“sample string”) - a string literal

lower (hostname) - a variable named hostname

lower (date () ) - a string function date ()

lower (ext (time (), 1,5)) - string functions with numeric constants

USER-Access performs string substitution from the inside out. Therefore, if a string function exists as an
argument to another string function, the innermost string function is executed first, and the resultant string is
passed as an argument to the outer string function. In the example lower(date()) above, the date() function
would get processed first then the actual date string would be passed as an argument to lower().

The greatest use of string, functions comes within USER-Access scripts (input files or aliases). Often it is
desirable to perform a particular USER-Access comment based on a certain condition. String functions make
this possible. The following is an example of a simple script that tests the results of a command with the status()
function and operates accordingly:

Set input continue on

*

* Loop until successful connection.
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*

again:

ask —-prompt “Hostname? “ host
connect —quiet {host}

{egs(status (), “S”, “text Connect worked.”, “goto again”)}

This script also makes use of the eqs() function. Eqgs() compares the result of status() with the string “S”
(Success). If the strings compare (i.e., if the CONNECT was successful), the third argument of eqs() is used to
replace the function in the substitution. If the strings do not compare, the fourth argument is used.

Notice that these last two arguments are simply USER-Access commands enclosed in double quotes. The third
argument “text Connect worked.” prints a message at the user’s terminal and continues processing. The fourth
argument “goto again”, causes processing to loop back to the “again:” label where the user is prompted for a
new hostname. The GOTO command is discussed in a later section.

The remainder of this section describes the USER-Access string functions in more detail. The functions are
listed in alphabetical order except where functions are grouped by a logical association (for example, arithmetic
operations). Each function is indexed individually.

The descriptions assume the user is familiar with USER-Access strings and string variables as described in the
section entitled “String Variables” on page 49. Table 1 on page 53 is a list of the available string functions.
Most of these functions follow the table in alphabetical order, however the arithmetic and logical functions are
grouped together.

Table 1. List of Functions

Function Description Page

ADD Adds two numeric string expressions and returns the result. 54

CHR Returns a single character represented by the specified number in the local host | 56
machine’s native character set (ASCII or EBCDIC).

CMP Compares two strings. Allows for partial string match by specifying the required | 57
characters in upper case.

DATE Returns the system date of the local host 58

DEC Subtracts one from a numeric string expression and returns the result. 59

DFN Tests if a variable is defined. 60

DIV Divides the first numeric string expression specified by the second and returns | 54
the result.

ENCRYPT Takes a user password, encrypts that password and returns an alphanumeric | 61
string that represents the encrypted password.

ENV Returns the value of the local host environment variable if the local host supports | 62
such variables. If local host environment variables are not supported or if the
specified variable is not defined, a null string is returned.

EQ Tests if the first number specified is equal to the second number specified. 67

EQS Tests if the first string specified is equal to the second string specified. 63

EXT Extracts and returns a bounded sequence of characters from a string. 64

GE Tests if the first number specified is greater than or equal to the second. 67
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Table 1. List of Functions

Function Description Page

GT Tests if the first number specified is greater than the second 67

INC Adds one to a numeric string expression and returns the result. 59

INDEX Returns the position of the second string specified within the first string. The | 65
function returns zero if the second string is not found.

LE Tests if the first number specified is less than or equal to the second. 67

LEN Returns the count of characters that make up the specified string. 66

LOWER Returns the lower case equivalent of a string expression, all characters but upper | 68
case are left untouched.

LT Tests if the first number specified is less than the second. 67

MOD Returns the remainder of the division of the first numeric string expression spec- | 54
ified by the second.

MUL Multiplies two numeric string expressions and returns the result. 54

MSG Returns the information of the last message. MSG is most often used to tailor | 69
the USER-Access output message format.

NDF Tests if a variable is not defined. 60

NE Tests if the first number specified is not equal to the second. 67

NES Tests if the first string specified is not equal to the second. 63

PARAMS Substitutes the posit